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Foreword

:2018(E)

ISO (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out
through ISO technical committees. Each member body interested in a subject for which a technical
committee has been established has the right to be represented on that committee. International
organizations, governmental and non-governmental, in liaison with ISO, also take part in the work.
ISO collaborates closely with the International Electrotechnical Commission (IEC) on all matters of
electrotechnical standardization.
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Introduction

This document is intended for use in the engineering community.

The terms Safety, Dependability, and Quality Assurance (SD&QA) are often used interchangeably, but
they have very different meanings. Safety is the system state with acceptable levels of risk for conditions
that can cause death, injury, occupational illness, damage to or loss of equipment or property, or
damage to the environment. Dependability is the ability of an item or system to perform as and when
required. Quality Assurance is the part of quality management focused on providing confidence that
quality reguirements are fulfilled

This document defines the “what to do’s

impleme
using levdls of effort commensurate with the product’s unit-value/criticality and systems’engineer
life cycle data content/maturity.

”
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fured planning to achieve a predefined level of SD&QA risk management capability for
[1 SD&QA programme or any individual SD&QA process through a statement of work (SOW)

memg@randum of agreement (MOA);
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Space systems — Capability-based Safety, Dependability,
and Quality Assurance (SD&QA) programme management

e meptfabricationtest-and-eperation-efecemmerycial, civil,

ntrol systems, sites/facilities, services, equipment, ahd|computer
software. Criteria is provided for rating the capability of the entire SD&QA programme Qr,an jndividual
SD&QA process to identify, assess, and eliminate or mitigate risks that threaten, safety dqr mission
su¢cess. The predefined capability rating criteria define the sequence of activities @ecessary fto achieve
anpeasurable improvement in the effectiveness of SD&QA risk management by implémenting if in stages.
Organizations can evaluate their existing SD&QA programme against the criteria in this dofument to
idgntify the activities that need to be added, deleted, or modified to achigve’the desired technical risk
mgnagement effort. The phrase “desired technical risk management effort” means the activities and
regources used to identify, assess, and eliminate or mitigate technicalrisks are commensurate with the
product’s unit-value/criticality and systems engineering life cycle datd content/maturity.

2 | Normative references

Thf following documents are referred to in the text in‘such a way that some or all of thejir content
conpstitutes requirements of this document. For dated references, only the edition cited applies. For
unfated references, the latest edition of the referenced document (including any amendmentf) applies.

ISQ 10794, Space systems — Programme managément, materials, mechanical parts and processes
IS) 10795, Space systems — Programme management and quality — Vocabulary

ISQ 14300-2, Space systems — Progrdmme management — Part 2: Product assurance

ISQ 14620-1, Space systems — Safety requirements — Part 1: System safety

IS) 17666, Space systems —'Risk management

ISQ 23460, Space systems)— Programme management — Dependability requirements

IS 27025, Space systems — Programme management — Quality assurance requirements
ISQ 9000, Quality management systems — Fundamentals and vocabulary

NOTE Asnumber of process level documents that are available to aid contractors achieve their safety,
dependability, and quality assurance requirements are provided in the Annex D.

3 Terms, definitions and abbreviated terms

For the purposes of this document, the terms and definitions given in ISO 10794, ISO 10795, ISO 14300-2,
ISO 14620-1, 1SO 17666, ISO 23460, ISO 27025, and ISO 9000 apply.

[SO and IEC maintain terminological databases for use in standardization at the following addresses:

— IEC Electropedia: available at http://www.electropedia.org/

— ISO Online browsing platform: available at https://www.iso.org/obp

© ISO 2018 - All rights reserved 1
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3.1 Terms and definitions

3.11

benchmark
any standard or reference by which others can be measured

3.1.2

best technical practice
documented technique, method, procedure, or process based on a standard or guide, that was developed
through experience and research, and is being used as a benchmark by multiple organizations to

efficiently-ebtainpreseribedrestts-with-consistentguality-ane-te-meastre-against

3.1.3

capability

ability to achieve a desired effect under specified standards and conditions

3.1.4

capability-based Safety, Dependability and Quality Assurance (SD&QA) programme

programme for space and ground control systems that consists of three groups of processes; the

Safety prggramme; the Dependability Programme; and the Quality Assurance Programme, which are

pre-tailorpd to efficiently identify, assess, and eliminate or mitigate specific' types of technical risks

throughout the product’s mission duration and post-mission disposal

3.1.5

capability-based Safety, Dependability and Quality Assurance'(SD&QA) process

individual process that consists of a group of activities whichyare capable of efficiently identifyipg,

assessing]and mitigating or controlling specified types of technical risks

Note 1 to eptry: The list of capability levels is as follows:

— Capabjlity Level 1 process is the minimum set or “bas€”activities that constitute an appropriate process|for
a low yinit-value/criticality product;

— Capabjlity Level 2 process includes all the-Capability Level 1 activities plus additional activities |for
docunpenting a procedure, and expanding the comprehensiveness and accuracy of the process to address
risks dssociated with a medium unit-value/criticality product.

— Capabjlity Level 3 process includes-all the Capability Level 1 and 2 activities plus additional activities|for
develdping a database, reviewing lessons learned, verifying products and processes, and exchanging SD&QA
data throughout the SystemsEngineering Process.

— Capabijlity Level 4 processiincludes all the Capability Level 1, 2 and 3 activities plus additional activities|for
generdting lessons learned, improving the process, and standardizing the formats of empirical and analytjcal
input flata used for @3sessments.

— Capabijlity Level 5)process includes all the Capability Level 1, 2, 3 and 4 activities plus additional activities|for
continuous jmprovement of the process.

3.1.6

capabilitytevel growth

measurable improvement in the ability of a SD&QA programme or process to support the system safety
and mission success needs of a systems engineering process

EXAMPLE
3.1.7

An increase in resources, scope of effort, or maturity of input data.

deficiency
amount that is lacking or inadequate

3.1.8

operational safety
level of safety risk to a system, the environment, or the occupational health of personnel caused by
another system or end item when employed in an operational environment

2
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3.1.9

product unit-value/criticality categories

five pre-defined categories of products where Category 1 is the lowest value product group and
Category 5 is the highest value product group

Note 1 to entry: See Figure D.1.

3.1.10
requirements creep

discovery of one or more new requirements after start of a project, statement of work (SOW), or
memorandum of ngrnﬁmpnf (MnA)

3.1.11

requirements falsification
act of creating one or more false requirements after start of a project, statement of work (SOW), or
mgmorandum of agreement (MOA)

3.1.12

Safety, Dependability and Quality Assurance (SD&QA) programme capability levels
pre¢-tailored groups of processes that are capable of achieving measurable improvement in
comprehensiveness, accuracy, and efficiency, with regard to technicabrisk identification, adsessment,
anfl mitigation, when implemented by transitioning from the lowest process group level (i.e. Capability
level 1) through the process group levels (i.e. capability levels)that cumulatively involve|a level of
effprt commensurate with the product’s unit-value/criticality'and systems engineering life cycle data
coptent/maturity throughout its mission duration and post<nission disposal

Nofe 1 to entry: The product’s unit-value/criticality is provided in Table 1.
Note 2 to entry: The systems engineering life cycle data‘content/maturity is provided in Table 3.

3.1.13

supject matter expert
SME

person that completed a technicalCeducation programme, was formally trained in feal-world
applications, and has acquired exténsive experience in a technical area

3.1.14

system of systems
inlegration of existing and/or new systems into an over-arching system with capabilitief that are
greater than the sum efithe capabilities of the constituent component systems

3.1.15

validation
confirmation,\through objective evidence, that the requirements for a specific intend¢d use or
applicationhave been fulfilled

Note Y'to'entry: The term “validated” is used to designate the corresponding status.

Note 2 to entry: The use conditions for validation can be real or simulated.
Note 3 to entry: Validation may be determined by a combination of test, analysis, demonstration, and inspection.

3.1.16

verification

confirmation through the provision of objective evidence that specified requirements have been
fulfilled

Note 1 to entry: The term “verified” is used to designate the corresponding status.
Note 2 to entry: Confirmation can be comprised of activities such as performing alternative calculations,

comparing a new design specification with a similar proven design specification, undertaking tests and
demonstrations, reviewing documents prior to issue.

© ISO 2018 - All rights reserved 3
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Note 3 to entry: Verification may be determined by a combination of test, analysis, demonstration, and inspection.

3.2 Abbreviated terms

For the purposes of this document, the following abbreviated terms apply.

Ao

CA
CIRM
CDR
CN
DCA
ESS
ETA
ETC
ESOH
FDM
FMEA
FMECA
FRACAS
FRB
FTA
HA
HW
IMS
LLAA
LOE
MCLP
MDR
NCRB
NCCS
ORR
PA
PAP

Availability (Operational)

Criticality Analysis

Critical ftem Risk Mamagement
Critical Design Review

Criticality Number

Design Concern Analysis

Environmental Stress Screening

Event Tree Analysis

Estimate to Complete

Environment, Safety, and Occupational Health

Functional Diagram Modelling

Failure Mode and Effects Analysis

Failure Mode, Effects, and Criticality Analysis

Failure Reporting, Analysis, and Corrective Action System
Failure Review Board

Fault Tree Analysis

Hazard Analysis

Hardware

Integrated Master Schedule

Lessons Learned Approval Authority

Level of Effort

Material Development Requirements
Non-Conformance Review Board
Non-Conformance Control System
Operational Readiness Review
Product Assurance

Product Assurance Plan

© ISO 2018 - All rights reserved
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PDR Preliminary Design Review

PMP Parts, Materials and Processes

PoF Physics of Failure

PMP Project Management Plan

PRR Preliminary Requirements Review

Q Quality Assurance

R&M Reliability and Maintainability

RO/GT Reliability Development/Growth Testing
RMP Risk Management Plan

SCA Sneak Circuit Analysis

SEp Systems Engineering Plan

SPFM Single Point Failure Mode

SDQA Safety, Dependability and Quality Assurance
SSp System safety programme

SSPP System safety programme plan

SW Software

TAIAF Test, Analyse and Fix

TS Technical Specification

WG Working Group

4 | Objectives, poliey and principles — General
4.1 Objectives

The capability-based SD&QA programme is used to identify, evaluate, and eliminate or mitigate
tedhnical risks that pose a threat to system safety or mission success, throughout the productfs planned
miksion.duration and post-mission disposal. The types of deficiencies addressed includg damage-
threatening hazards, mission-impacting failures modes, and system performance anomalies that result
frgmrainverified requirements, optimistic assumptions, unplanned activities, ambiguous pirocedures,

undesired environmental conditions, latent physical faults, inappropriate corrective actions, and
operator errors.

4.2 Policy

The contractor and its subcontractors provide the standards, guides, resources, and training necessary
to ensure the SD&QA programme is cost-effectively implemented in accordance with the mandatory
SD&QA policy and this document. Optional approaches for eliminating or mitigating® each identified
technical risk are determined by subject matter experts (SMEs), or they develop rationale for taking
no action. The timing of the SD&QA programme accommodates identifying and implementing needed

1) Optional risk mitigations include verifiable controls implemented through special design features, procedures,
inspections, or tests.

© ISO 2018 - All rights reserved
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corrective actions in a timely manner. The data products of the SD&QA programme are made accessible
to all major stakeholders. For Capability Level 3 or higher SD&QA programme:

1) establish a database system that can automatically generate a draft SD&QA assessment report; and

2) charter a Lessons Learned Approval Authority (e.g. Lessons Learned Committee) to document
lessons learned associated with unacceptable deficiencies.

For Capability Level 4 or higher SD&QA programme, the format of the input and output data of SD&QA
computerized tools is compatible with the format of the project SD&QA database system.

4.3 Principles

This docyment applies to the integration of the SD&QA programme with the project’s oversarching
systems ehgineering process. In the context of the systems engineering process, the SD&QA programme
is both a “ppiral” and a “vector” conglomeration of processes. It’s a “spiral” in the sense that'the prodjct
synthesis|loop begins in the first life cycle phase and is repeated in each successive life‘eycle phase. [t’s
a “vector”|in the sense that at the end of each life cycle phase, artifacts and output data are produced to
initiate the product synthesis loop in the next life cycle phase.

When spefifying this documentas a compliance document, consider also specifying other supplementary
SD&QA specifications and standards, given those documents define validated methodologies whijch
generate grtifacts and data that are consistent with the artifacts and data defined in this document.

Capabilityj-based SD&QA programme include, but are not limited, te'the following essential functiong:

— Programme authorization. Authorize and define the~management responsibilities of the
appoipted leads of the SD&QA programme in accordaneg“with an approved charter, which inclugles
identification of the approval authority for each risk.domain and level.

— Requjrements definition. Internal requiremeénts: Require the SD&QA programme to hgve
apprdpriately trained, qualified, and supported managers. Require SD&QA activities to |be
based on best practices, i.e. industry consensus or validated practices. Customer requirements:
Defing/identify the SD&QA design, procédural, and operational requirements that are consistent
with the customer’s requirements and.this document.

— Planning. For Capability Level 2.orhigher SD&QA programme, document, approve, and flow down,
as ne¢essary, a SD&QA programime plan that identifies the quantitative and/or qualitative SD&QA
requifements, the project’s-SD&QA compliance and guidance documents, and the processes selected
to acHieve the SD&QA requirements. Describe and interpret as necessary the SD&QA requiremefts
in accprdance with thelcontract and this document. Follow the flow diagram in Figure 1 to develop a
detailled plan for each df the three top-level groups of SD&QA programme, i.e. the Safety program(:Ee,
the D¢pendability Programme, and the Quality Assurance Programme. Plan the scope of the SD&QA
progrpmme tobe'commensurate with the space system’s unit-value/criticality as defined in Tabl¢ 1,
and the space’s’system life cycle as defined in Table 2. Tailor the seven essential functions of the
SD&QA programme to effectively and efficiently integrate with the systems engineering life cycle
(see Higures 2 and 3). Identify the types of input data that are available for initiating each SD&QA
process and assess 1ts maturity in accordance with the criteria in 1able 3.

6 © ISO 2018 - All rights reserved
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System Safety
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|
ISO TC 20/SC TS 18667 Space
14 and IEC Capability - _ Systems
SD&QA based SD&QA Customer/
Process Level Programme Buyer
Specifications Managenient Requirements
and Standards Tailoring
— Iristructions

Figure 1 — Example Capability-based SD&QA programme planning flow diagram

- Capability Level 2 SD&QA programme, the SD&QA programme plan is an integral part of the Systems
pineering Plan (SEPJ-—Establish a formal SD&QA programme plan approval process that includes
stomer review and'concurrence. Use the space system unit-value/criticality categorizatiops defined

Figure D.1 totailor an entire SD&QA programme or a single SD&QA process, or provide rationale for

[ting a different space system in one of the unit-value/criticality categories in Figure D.1.

- Capability Level 3 SD&QA programme, the SD&QA programme plan identifies all key ipputs and
fputs\of each SD&QA process. Consider the applicability of process capability-level growth and
turation of analyses input data over the course of the space system’s life cycle when plgnning the

SD
As

QYA 1L e 4] CINO N A 1 L) - | T
QA programmre.upaate the SoXRYA pProgrammne pran(s) ol alr as requirea or—as 11ee ed basis.
required updates include those that are contractually required. As needed updates include those

necessitated by changes made to the space system’s design.

Programme coordination. Coordinate integration of SD&QA processes within the SD&QA
programme and with other processes outside of the SD&QA programme, e.g. the Design process,
the Manufacturing process, and the Logistics process. Coordinate SD&QA programme planning
as necessary to achieve an optimum balance among the design requirements for system safety,
reliability, maintainability, operational availability, electromagnetic interference/compatibility, and
product quality. Implement the SD&QA programme in a holistic manner that minimizes duplication
in effort and maximizes the timely exchange of SD&QA data.
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Engineering and evaluation. Define analysis methods based on the space system’s
unit-value/criticality, the space system’s life cycle, and the maturity of the analysis input data.
Identify potential and existing deficiencies that pose a threat to system safety or mission success,
throughout the space system'’s planned mission duration and post-mission disposal.

Risk assessment and tracking. Assess initial, intermediate, and final risk for each of the identified
deficiencies that may affect the space system’s ability to achieve its specified SD&QA requirements.
Identify practical mitigations or controls for all unacceptable risks, and track their implementation
and verification. Document and categorized all approved residual risks for future reference.

of itefns that ar cal to the system safety and mission success of the space system or systemn] of
systemns. Ensure SD&QA verification activities are properly planned and all applicable requirements
succepsfully met, or instances of non-compliance documented.

Process Input
Customer N¢eds/Objectives/Requirements

Missiongs, Measures of Effectiveness, Environments, Constraints
Technology Base
Government Regulations & Policies
Output Reqyirements from Prior Development Efforts
Requiremenits from Tailored Specs and Standards
Program Defision Requirements

Requirements Analysis

N

« Analyze Missions and Environments Planning Loop Produc
+ Identify Mission Assurance Requirements Aszl'@
and Certification Criteria

Define /Refine Design, Process, and

Performance Constraint Requirements Human Factors Engineering

System Integration Management
Trade Studies

Technical Risk M

Integrated Logistics Support
Technical Reviews

Requirements Definition Loop

Functional Analysis/Allocation \d

« Decompose System into Lower Level s

» Allocate Safety & Reliability Design a er Limiting Cyber Security

Requirements to All Functional Levels Safety, Dependability &

« Identify Safety & Mission Critica SW Functions & Interfaces Quality Assurance Best Practices

Verification (Internal & External), and Pm@es /Procedures Engineering Management Database
A% Development Test & Evaluation

Transportation, Handling & Storag
Materials & Processes

e ¢ ¢ e o e e o

Design Engineering & Evaluation Loop

Synthesi.
s Tr s&m Architectures (Functional to Physical)
. @ Refine Alternative SR&QA Concepts, Configuration Items,
, Materials, and Processes
¢ Select Preferred SR&QA Design and Process Solutions
« [dentify Faults & Failure Modes
» Implement System Safety Order of Precedence to Eliminate or

Control Unacceptable Faults & Failure Modes

SE Process Output
* Develop Level Dependé¢nt
Products

Decision Database
System/Configuration Ifem
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* Specifications & Baselines

Figure 2 — Example systems engineering process flow
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Figure 3 — Example systems engineering process life cycle implementation

5 | Instructions

5.1 General

ex B.

The following instructions pertain to an SD&QA programme of equivalent capability, as d
AnF

efined by

5.2 Authorize SD&QA programme

5.2.1 General

For all space systems regardless of unit-value/criticality, either a contract or organizational standard
authorizes the creation of a SD&QA programme for a project. The responsibility for managing the
SD&QA programme is assigned by the project manager (PM). If a Safety programme, Dependability
programme, or QA programme is not authorized to be created in a project, or only partially authorized
in accordance with this document, then it is the responsibility of the PM to provide the customer with
documented evidence that verifies only negligible or non-credible deficiencies, faults, or weaknesses
will be present in the operating space system.
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5.2.2 Safety programme

The Safety programme lead is assigned responsibility to identify and assess hazards during the design,
manufacture, assembly, testing, transportation, and operational phases of the space system or system
of systems. Furthermore, the system safety lead is authorized to:

1) ensure all Environment, Safety, and Occupational Health (ESOH) requirements are met;
2) evaluate potential ESOH hazards throughout the space system’s life cycle, as applicable; and

3) implement identified operating, manufacturing, and maintenance safety procedures.

5.2.3 Deppendability programme

The Dependability programme lead is assigned responsibility to evaluate potential failure mogles
during th¢ design, manufacture, assembly, testing, transportation, and operational phases-of the space
system or|system of systems. Furthermore, the Dependability programme lead is authorized to:

1) ensure all reliability, maintainability, and availability risks are balanced{within the proje¢t’s
objectives, constraints, and budget;

2) asses$ potential failure modes throughout the space system’s life cycle, as applicable; and

3) predift the inherent and operational reliability of the space systefi’or system of systems.

5.2.4 Qpality Assurance (QA) programme

The QA programme lead is assigned responsibility to proactively prevent anticipated processing errprs
during thg design, manufacturing, testing, transportation; integration, and operations phases of the
space system or system of systems. Furthermore, the-QA programme is authorized to ensure all QA
requiremg¢nts are met throughout the space system’s life cycle.

5.2.5 Assign qualified managers, leads, engineers, and technicians to SD&QA programme

For Capability Level 3 or higher SD&QA ‘programme, qualification requirements are established [for
all individuals assigned to the SD&QAvprogramme as managers, leads, engineers, or technicians. The
qualificatjon requirements include/buit are not limited to, verifiable experience or training necessgry
to properly develop/acquire and matiage/monitor a SD&QA programme plan that is consistent with the
instructions in this document.

5.2.6 Continuously improve the SD&QA process

For Capabiility Level 5:SD&QA programme, an approach is establish to continuously improve the SD&QA
processes| The coiitinuous improvement approach includes, but is not limited to the following activities:

— institpting \procedures to facilitate the proactive identification and implementation of needed
imprgvements in SD&QA processes;

— periodically training management and engineering personnel in the use of SD&QA tools and the
cost-effective implementation of SD&QA processes; and

— integration of SD&QA lessons learned into the training materials. (See ISO 16192).

5.3 Define/identify, assess, and flow down the SD&QA requirements

Define/identify and assess space systems SD&QA requirements that are consistent with the contractual
requirements and this document, and flow them down to all affiliated subcontractors. The space
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systems SD&QA requirements shall be categorized as design, procedural, or operational. The most
typical SD&QA requirements applied to commercial space systems are the following:

Design:
— mission reliability;
— safety-critical/mission-critical item reliability;

— orbital explosion probability;

Gujidelines for defining system safety requiremments for space systems are found in ISQ

gu
IE
fou

Fo
arg
pr
An

requirements creep, requirements falsification, and other undesirable conditions caused by u

or

5.3

The following' SD&QA requirements are considered essential and are flowed and are dd

aff]

—TITEdIT MISSTOT duTation;

— launch reliability;

— LEO/GEO collision probability;

— disposal manoeuvre reliability;

— unusually hazardous risks;

Procedural:

— safety-critical/mission-critical item control;
Operational:

— operational dependability; and

— re-entry casualty expectation.

delines for defining dependability requirements for space systems are found in ISO 2
[ 60300-3-4:2007; and guidelines for defining quality assurance requirements for space sy
nd in ISO 27025.

- Capability Level 2 or higher(SD&QA programme, the defined/identified SD&QA req
documented in an approved SD&QA programme plan. For Capability Level 3 or high
pgramme, the identified SB&QA requirements are assessed using System Requiremen
alysis (SRHA), or an eguivalent methodology, to determine the risk of conflicting requ

bad requirements.

.1 Flow down the essential SD&QA requirements

iliatedssubcontractors:

14620-1;
3460 and
stems are

lirements
er SD&QA
ts Hazard
lirements,
hintended

wn to all

mission-

identify design and process conditions that are unacceptable for safety-critical and

©lI

) 1 :a
Critital ItTILLS,

mitigate/correct unacceptable design and process conditions or verify acceptability of the associated

mishap/failure risk;

use quantitative risk assessment approaches to verify mission-critical functions for High I
unit-value/criticality and above space systems are single-fault tolerant against loss or degradation

due to:
1) asingle hardware or software component failure/fault;
2) propagating failure mode; or

3) human error;
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— use quantitative risk assessment approaches to verify safety-critical functions for High III
unit-value/criticality and above space systems are dual-fault tolerant against loss or degradation
due to:

1) dual independent hardware or software component failures/faults;

2) dual independent human errors; or

3) a

combination of a component failure/fault and a human error;

— use quantified risk assessment approaches to verify High III unit-value/criticality systems do not

gener|
or ser|

— useq

packgging, handling or storage procedures will cause a catastrophic accident/mishapdor which

contr

— identify any SD&QA requirements that can be verified by existing analyses, inspettions, test repoj

or dat
and vi

5.3.2 Conflicting SD&QA requirements disposition criteria

Note for ¢
precedeng

1) systel

2) availdg

3) reliability requirements; and

4) mainf

The ordey
requiremsg
drive avai
reliability|
maintaing
in tier 4.

5.4 Pla

541 G

Planning

ate hazardous radiation or energy, when no provisions have been made to protect person
sitive subsystems/components from damage or adverse effects;

hantified risk assessment approaches to verify that there is an acceptable level ofrisk that

bls have been provided to protect personnel or safety-critical/mission-critical-equipment;

a products. For Capability Level 2 or higher SD&QA programme, document these requireme
brification methods in approved SD&QA programme plans.

ases of conflicting SD&QA requirements, the issue is résolved using the following order
e:

m safety requirements;

bility requirements;

ainability and testability requirements.

of precedence for SD&QA requivements is based on hierarchical “tiers” of influence e{

lability and testability requirements. Availability requirements are in tier 2 because they dr
and maintainability requirements. Reliability requirements are in tier 3 because they dr
bility and testabilityrequirements. Finally, maintainability and testability requirements

hning the SD&QA programme

bneral

shown in

hel

no
no

ts,
nts

of

ich

ent has on the others requirements. System safety requirements are in tier 1 because they

ive
ive
hre

for the SD&QA programme is in accordance w1th the groups of pre tallored proces*

SD&QA programme capablllty levels deflned in Annex B Addltlonal guldance for plannlng the SD&QA
programme is found in ISO 14620-1, ISO 23460, ISO 27025, and I[EC 60300-3-1:2003.
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Product Unit-Value/Criticality
System Safety Programme Processes Low | Medium| Highl High II | High III
System Safety Programme Planning V vV V v v
Hazard Analysis v v v v vV
o
g Product Safety Testing v v v v l
'a System Safety Programme Working Group J 7 N > J
E (Includes Data Product Peer Reviews)
2 | Subcontractor and Supplier System Safety N N N
:% Programme Management
“ | Fault Tree Analysis l N v vV
Event Tree Analysis O v y
=S
Human Reliability Analysis -OU v v

Figure 4 — Example pre-tailored system safety programme for space systemsg

(See ISO 14620-1)
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Product Unit-Value/Criticality

Quality Assurance Programme Processes Low | Medium| High I | High IT | High III

I B A R
\I
\I

Quality Assurance Programme Planning

Quality Control

Configuration Management

Hailure Reporting, Analysis & Corrective Action| ,3)
Jystem / Non-Conformance Control System qQ

\d
-

hilure Review Board / Non-Conformance
eview Board

3

bmponent Engineering |
A

]
:
N
y
.
&'\
X
:
N
:
y

< <] 2| <2 ||< <& =<

]
-
y
y
q
-
y

ritical [tem Risk Management \~

\l/\

aterial Review Board

Ibcontractor and Supplier Quality Assurance
Fogramme Management g\\

Quality Assurance Programme

F
R
C
Epvironmental Stress Screening
C
M
S
P

Project SD&QA Database System \\S\Q)

Ciuality Assurance Programme Working Group |§
ncludes Data Product Peer Reviews)

< 2| 2] 2| 2| <2 2| ¥ | 2 || <] <2

Fishbone Analysis

y
]
]
y
]
y
]
y
]
;

Dlesign of Experiments

Figure 5 — Example pre-tailored Quality Assurance programme for space systems
(See ISO 27025)
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Product Unit-Value Criticality

Dependability Programme Processes

Low Medium| High I |High II | High III

Dependability Programme Planning

v v v v

Functional Diagram Modeling

\/

Product Failure Mode, Effects, and

Criticality Analysis

Component Reliability Predictions

2 | | < <=

\J

Software Component Reliability Predictions

2 2| |2 | <
<

Design Concern Analysis

Worst Case Analysis

Environmental Event/Survivability Analysis

System Reliability Modeling

Maintainability Predictions

2 £l <2 2| 2| 2 |2 | <
2 2| 2| <2 2| 24/ 2

Subcontractor and Supplier Dependability
Programme Management

2| 2 2 < <) 22| 2| 2/ <2 | <

2

Anomaly Detection and Response Analysis

Operational Availability Modeling

Similarity and Allocations Analysis

Dependability Programme

Stress and Damage Simulation-Analysis

Structural and Thermal Stress Analysis

Component Reliability*Life Testing

< 2| 2| 2| <2 <

Dependability Working Group (Includes
Data Product.Peer Reviews)

LLLLAA(L(ALL@
6

2| 2 < < <2 <2 <

Sneak Cir¢uit Analysis

2
2N

Reliability, Maintainability, and Availability
Demonstration Testing

<
<.

A

Process Failure Mode, Effects, and
Criticality Analysis

Probabilistic RISK ASSessment

Reliability Growth Testing

Ongoing Reliability Testing (ORT)

2| <2 < <

Figure 6 — Example pre-tailored dependability programme for space systems
(See ISO 23460)
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5.4.2 Select SD&QA processes based on Product Unit-Value/Criticality Categories

Selecta group of SD&QA processes that are commensurate with the space system'’s unit-value/criticality,
life cycle phase, and availability/maturity of SD&QA analyses input data.

5.4.3

phases/milestones

Define the following space system project characteristics:

Define SD&QA process implementation phasing based on systems engineering life cycle

1) SD&QA-aetivities-to-beperformedineachsystems-ensineeringtfe-eyelephase;

2) key injputs of each SD&QA activity, and the source of each key input;

3) key ofitputs of each SD&QA activity, and the uses of each key output;

4) estimpted-time-to-complete (ETC) or level-of-effort (LOE) in hours for each SD&QAactivity;

5) key nlilestones of the SD&QA programme in each systems engineering life cyele’phase; and

6) proje¢t-wide SD&QA risk management approach, i.e. the methods for\monitoring, evaluatipg,
reporfing, and responding to anticipated and unanticipated problems. Identify unacceptaple
prodyct deficiencies mutually with the customer in the SD&QA programme plan.

The following product characteristics are considered unacceptable deficiencies for Category 3 and abgve

space sysfems, unless quantitative risk assessment methods verify‘the risk of failure is acceptable:

a. Singlg point failure modes, common cause failure modes, human errors, or design features whjch
could|cause a mishap of catastrophic or critical severity:

b. Humgn factor hazards involving procedures, component designs or locations that fail to addrgss
humajn physical, anthropometrics, physiological and perceptual-cognitive capabilities |or
limitdtions. For example, a design that is conducive to error, such as, controls that are difficulf to
read, pre confusing, or create excessive cognitive demands on the users.

c. Othersafety or reliability design conditions that are specified as unacceptable in the contract.

Seamlessly integrate the SD&QA programme with the systems engineering process in a cost-effectjve

manner that achieves an optimum’set of SD&QA processes that minimizes duplication in effort. F

Capabilit
an appro

Consider

16

unit-

defingd in Table 1 (or provide rationale for placing a particular class of product in a differ

unit-

appli

Level 2 or higher SD&QA programme, document the descriptions of the selected processe;
d SD&QA progrannie plan.

he following factors during the selection of SD&QA process activities:

alue criticatity of the end product based on the product unit-value/criticality categor

aluefcriticality category);

or
in

ies
Pt

able product life cycle phases;

output data requirements, i.e. the required outputs of each SD&QA activity;

types

of input data available for SD&QA analyses;

applicability of capability level growth, with respect to maturation of the available SD&QA analysis

input

types

data;

of product deficiencies addressed by SD&QA processes;

assessment of capability of SD&QA processes to achieve specific SD&QA requirements;

cost-effectiveness of integration of SD&QA processes with other Systems Engineering processes; and
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Specific SD&QA processes are implemented throughout the space system life cycle to eliminate or
mitigate specific SD&QA risks or issues. Table 2 provides an example of the applicability of the SD&QA
process capability levels in the space system life cycle.

Table 2 — Example space systems SD&QA process capability level life cycle matrix

Life Cycle Phase
Space Systems -
; Conceptual Fabrication Delivered
Unit-Value/ p . Detailed ’ Product
Criticality Systems Preliminary Design Assembly, Operation
Definition nnclgn Phase g lnfngrnhnn p .
Level Phase Fhase and Test Phase an(ﬂlslervwe
ase
Capability Level | Capability Level Capability Capability Level 1 ¢|)Capahjility Level
Low 1 Processes 1 Processes Level 1 Pro- Processes 1 Professes (*)
cesses
Capability Level | Capability Level Capability Capability.Level 2 | Capahjility Level
Medium 1 Processes 2 Processes Level 2 Pro- Processes 2 Professes (*¥)
cesses
Capability Level | Capability Level |  Capability Capability Level 3 | Capabiility Level
High I 1 Processes 2 Processes Level 3 Pro- Processes 3 Professes (*¥)
cesses
Capability Level | Capability Level Capability Capability Level 4 | Capabjility Level
High I 1 Processes 2 Processes Level 4'Pro- Processes 4 Professes (*)
cesSes
Capability Level | Capability Level Capability Capability Level 5 | Capabjility Level
High III 1 Processes 2 Processes Level 4 Pro- Processes 5 Professes (*)
cesses

(*)lindicates that the process capability level only apply to changes that occur during the spacg system’s

lifg cycle phase.

5.4.4

Identify the SD&QA guidanee sources

For Capability Level 2 or higher SD&QA programme, identify the documents used as guidarjce for the
SDQA programme, including-industry standards and enterprise-level documented practifes. Other
solirces of guidance include best practices and design rules that are recommended by technigal papers
anfl books published by engineering experts.

5.4.5 Establish the Technical Performance Metrics

Fol Capability lsvel 2 or higher SD&QA programme, establish Technical Performance Metrics (TPMs)
for|the purpose of tracking and reporting the progress of each SD&QA programme.

5.5

Coordinate the SD&QA processes with other product assurance processes

5.5.1 General

The SD&QA programme leads or their representative participate in product design reviews, technical
interchange meetings, management status reviews, working group meetings, and any other meetings
held by the project that may be germane to system safety, dependability, or quality assurance.

5.5.2 Coordinate Project’s and Subcontractor’s SD&QA Activities

The SD&QA progrmme leads coordinate the project’s and subcontractor’s SD&QA activities during
product design, manufacture, test, inspection, shipping, storage, operation, sustainment, and disposal.

For Capability Level 2 or higher SD&QA programme, the SD&QA programme plans define the essential
elements of each SD&QA activity/method based on the product’s unit-value/criticality, life cycle
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milestones/phases, output data requirements, and types/maturity of available input data. This
information provides the basis for establishing a SD&QA Integrated Master Schedule (IMS), which is
essentially a comprehensive predecessor and successor dataflow matrix for planning and tracking
SD&QA activities. The IMS is used to the greatest extent practical to schedule and track planned SD&QA
risk management activities across the project.

For Capability Level 3 or higher SD&QA programme, the SD&QA programme leads ensure that the
project and its subcontractors provide SD&QA data products in predefined formats to facilitate
integrating and processing large amounts of data for component, assembly, subsystem, and system
level SD&QA analyses, tests, and inspections.

5.5.3 Establish, utilize, and maintain a project SD&QA database system

For Capalpility Level 3 or higher SD&QA programme, an integrated project-wide SD&QA databgse
system is pstablished, utilized, and maintained. The database contains all the key SD&QA tequirements
and data [products, has data change control and tracking features; and can automatieally generpte
SD&QA programme plans and reports, e.g. a computerized evaluation of the SD&QA programme
plan with| regard to a measure of comprehensiveness. The SD&QA lead ensures timely utilization of
the SD&QA database system to the greatest extent practical by the project functions, such as, Design,
Manufactyiring, Test, and Risk Management. The reports generated by the database include the resylts
of hazard fanalyses, FMECAs, FTAs, and ETAs.

5.6 Apply engineering and evaluation methods to identify.system and process
deficieng¢ies

5.6.1 General

Apply validated engineering and evaluation principles ahd techniques to identify existing and potential
system and process deficiencies, including unacceptable safety design or reliability design conditigns
as instructed in 5.3.2e. Identify practical methodsfor avoiding, eliminating, or controlling unacceptaple
safety or feliability design conditions, and for verifying that the implemented mitigation/dispositjon
methods gre successful.

The prerejquisite for performing a thorough and accurate failure mode, effects, and criticality analy$is,
or hazard|analysis (FMECA/Hazard Analysis), is to first understand how the system operates and|its
mission sficcess criteria. The SD&QA lead ensures that the project’s SD&QA engineers are provided
with detalled and comprehensive functional diagram models for all indenture levels of the system.

The contrpctor and customer-mutually establishes the unacceptable design criteria. The unacceptaple
design criteria are determined from special studies, analyses, simulations, historical data, and test
results. The unacceptable’design criteria are used to further evaluate requirements and designs to see
if they arq acceptabley

5.6.2 Degfine'the system failure criteria and identify failure modes

D f th SUStary le vre-criteria- Dr\v {"nn—\h Litx I nnnl ’) OF l« rr]/\nv CI‘\Q OA hrocramman documan + h
erine Ee-5ySste apabht _y HEH DRI PTegFHHRE 6o etHeHt e

failure criteria in an approved SD&QA programme plan. Assign a severity category to each identified
failure mode or hazard based on the worst case end effects on the system or mission. Estimate the
probability of occurrence as either a quantitative or qualitative value. Quantitative probability values
are actually ranges that are relative to (i.e. a percent of) the accepted overall probability of failure (POF)
of the space system. For example, if a satellite’s required design reliability is 0,85, then its acceptable
probability of failure is 0,15. The rationale for selecting a qualitative probability value is documented
in sufficient detail by the subject matter expert (SME) to allow other people that independently assess
the same SD&QA risk to at least understand the logical flow of the SME’s decision-making process.
Examples of failure mode severity categories and probability levels are provided in Table 3.

In the absence of data to perform a quantitative probability analysis, it may be necessary to determine
qualitative probability values that are based solely on engineering judgment or a best guess. Whenever
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engineering judgment or a best guess is used to justify accepting a high or serious residual risk,
then the source(s) of that engineering judgment or best guess is documented in the risk acceptance
memorandum, along with a statement of the number of years of verified experience with reliability
assessments on similar space systems, equipment, or processes.

Table 3 — Example failure mode severity categories and probability levels

Example of Example of Safety severity Devendability severit Example of dependa-
Catego- quantitative qualitative categories calt)e ories (a);cor din y bility severity
ry/Level | probability level | probability level (according to tgo 1SO 23460) g categories for
thresholds ranges IS0 14620-1 redundant items
CATASTROPHIC
E) FREOUENT Ifoss of life, .
life-threatening or
The probability of |permanently disa-
occurrence value’s |bling injury or occu-
range is greater pational illness, loss
1 than 10 % of the of an element of an
E) FREQUENT  |acceptable overall |interfacing manned
a1 system probability |flight system loss of
z(}:]:ug?zgzsl‘l,:l}:lgf of fa}ilure (POE)- launch site facilities ATASTROPHI
is greater than or durmg_a spgc1f1_ed or loss ofsy_stem; o
equal to 10-1. operating time in- |severe detrimen- Compléte loss of mission:
terval or number of |tal environmental |complete loss of primary
X>10-1 operating cycles. effects. miSsion capability.
CRITICAL
CRITICAL .
Major loss or degra-
Temporarily, dation of the primary
disabling:but-not mission: capability to
life-threatening complete some mission
(D) PROBABLE injury;-or temporary |objectives (or all ata
occupational illness; |degraded level) with im-
A probability of major damage mediate loss of a critical
2 occurrence value’s*to flight systems science instrument; or
(D) PROBABLE  |range is betweeh/~ |or loss or major loss of a major amount of
The probability of 1.0 % and 100% damage to ground |critical science data; or
occurrence value of the acceptable |facilities; major major reduction in life of
is less than 10-1 overall system POF, |damage to public or |the primary mission; or
but greater than duringa'specified |private property; loss of spacecraft func-
or equal to 10-2. opérating time in- |or major detrimen- |tion resulting in loss of
teryal or number of |tal environmental |opportunity for obtain-
10-1>X>10-2 operating cycles. effects. ing critical science data.
MAJOR
(C) OCCASIONAL Min_or loss or de_gra-
dation of the primary
The probability of mission: minor loss of
occurrence value’s spacecraft or instru-
{C) OCCASIONAL |range is between ment function leading to | 1R - Loss or flegrada-
3 The probability of 0,1%and 1,0 % MARGINAL loss (')f'a minpr amount |tion ofared mdz'mt
occurrence value of the acceptable of critical science subsystem o science
rstesstHram+—2—reverall system POF, | Minor injury data: or a significant instrument. which
but greater than during a specified |minor occupational |reduction inlife ofthe |would resultina
or equal to 10-3. operating time in- |illness, or minor primary mission; or loss |severity category 4 if
terval or number of |system or environ- |or major degradation of |remaining redundancy
10-2>X>10-3 operating cycles. mental damage. an ancillary mission. is lost.
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Table 3 (continued)

Example of Example of Safety severity D dabilit it Example of dependa-
Catego- quantitative qualitative categories epencabliily severity bility severity
- - . categories (according o
ry/Level | probability level | probability level (according to to ISO 23460) categories for
thresholds ranges I1SO 14620-1 redundant items
MINOR/NEGLIGIBLE
Potential for less than
minor loss or degrada-
tion of spacecraft or per-
formance: no immediate
TMmpacton spacecrart or
primary mission, but po-
tential exists for future
loss, at severity levels
3to 5, due to induced
failure or resulting from
the conjunction of this
anomaly with a future
4 event; or potential for
cumulative major loss ¢f
(B) REMOTE a mission-critical funic®
tion over a long petiod
The probability of of time; or spaocecraft or
occurrence value’s primary mission‘loss or
{B) REMOTE range is between | \rcr1GIBLE significantdegradation, |2R - Loss or degrada-
0, 0, - i i
[he probability of 0,01 % and 0,1 % . at severity level 4, would [tion of a redundfmt
ccurrence value of the acceptable Less than minor occur‘ifadequate redun- |subsystem or science
s less than 10-3 overall system POF, | injury, occupation- |dangy; alternatives, or instrument, which
but greater than during a specified |alillness, orless compensating measures |would resultin a se-
r equal to 10-6. operating time in- |than minor system (are notimplemented; or |verity category 3 if the
terval or number of |or environmental minor degradation of an |remaining redundan¢y
[0-3>X>10-6 operating cycles damage. ancillary mission. is lost.
(A) IMPROBABLE /
NON-CREDIBLE
The probability of
occurrence value’s
{A) IMPROBA- range is less than 3R - Loss or degrada-
5 BLE/NON-CRED- |0,01 % of the tion of a redundant
IBLE acceptable overall subsystem or sciencd
[he probability of system POF during instrument, vyhich
ccurrence value |2 specified gperat- would resultin a se-
s less than 10-6. ing time\interval or verity category 2 if the
nuniberof operat- remaining redundangy
[0-6> X ing eycles. is lost.
NOTE When several severity categories can be applied to the system or system component, the highest severity takes
priority.
5.6.3 Aspsessanaturity of key input data, constraints, ground rules, and analytical assumptions
For Capahjility Level 4 or higher SD&QA programme, evaluate the maturity of the input data used [for

SD&QA analyses (e.g. analytical assumptions, constraints, and ground rules) in the context of

Systems Engineering Plan (SEP) and the Table 4 criteria.

the

Table 4 — Example SD&QA engineering and evaluation input data maturity rating criteria

HIGH

MEDIUM

LOW

Based on statistically significant
field, test, or simulation data

Based on averaged field, test, or

simulation data

Based on handbook data or engi-
neering judgment
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5.7 SD&QArisk assessment and control

5.7.1 Integrate SD&QA with programme-wide technical risk management processes

Integrate the SD&QA processes with the project-wide, closed-loop risk management process shown
in Figure 7 in accordance with this document and ISO 17666. The main steps in this process are risk
identification, risk mitigation, risk tracking, and risk acceptance. Unacceptable risks are identified,
analysed, and tracked throughout the productlife cycle until mitigated or controlled to an acceptable level.

START
v

ID Risk
« Identify Risk Submit to

Accept

Risk Mitigation
« Perform Risk Mitigation

Should
Subcon-
tractor

Mitigate
Risk?

 Refine Plan as Necessary
 Track and Report
Mitigation Progress to PRB
« Update Risk Database

« Identify Risk Source and | Project Risk
Mitigation Trade Space Board
« Input Risk into Database
for Review

« Coordinate Risk with
Project Risk Board (PRB)

Is Risk
Verified?

Mitigate

Accept or
Mitigate Risk?

Subcon™
tractor
Agree
With
Risk?

Should
Risk also

be Tracked
by Project?

Mitigation,
Complete?

Approve
Subcont-
tractor
Mitigation
Plan?

Risk Mitigation

 If Not Currently
Tracking Risk, Design
Risk Mitigation Plan
 Perform Risk Mitigation

« Report Risk Mitigation Accept N
Progress to Project Residual
Risk?
Control Risk [] Project Personnel
N « Maintain Risk in
Historical Database D Project Risk Board
Direct % « Periodically Track,
Subcontractor Monitor, and Reassess D Subcontractor
to Mitigate any Residual Risk
Risk or E N D D PM or Higher Authority
Improve Plan?

Figure 7 — Example closed-loop risk management process

5.7.2 SD&QA risk management responsibilities

The SD&QA risk management responsibilities defined in this subclause facilitate establishing|a uniform
anfl repeatable approach to identify, flow up, mitigate or control, and track significant praject risks.
Eafh SD&QA risk-is assessed with respect to severity of potential failure cause/hazard, propability of
ocgurrence, worst case end effects/mishaps, and system or process related residual risks. All high and
seffious risks’are accepted by the appropriate level of authority. The risk management respqnsibilities
of the SD&QA programme leads include, but are not be limited to, the following activities:

— L ensuring the approach for SDR&QA risk management ig documented in the contractoris internal

SD&QA standards and the project’s risk management plan (RMP);

— ensuring the management of SD&QA risk is appropriately addressed in the project’s RMP;

— providing guidance to project personnel for performing initial risk assessments using qualitative
methodologies when quantitative probability data are not available;

— appointing SD&QA representatives in accordance with ISO 14300-2 who are qualified by training
or experience to perform SD&QA functions (see safety representative qualification requirements in
ISO 14620-1:2002, 4.2.2);

— identifying and reporting instances of significant residual risk to project management;
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— translating all risk matrices to 5x5 for reporting purposes if the risks are not already being managed
in that format;

— identifying and managing safety-critical and mission-critical items;

— monitoring the SD&QA processes to ensure they are performed in accordance with the Integrated
Master Schedule (IMS) and the project’s budget; and

— assisting the identification and avoidance of anticipated or unplanned events that may affect the
product’s safety/reliability design or the project’s schedule/budget.

5.7.3 SD&QA Programme Self-Inspections

For Capalility Level 4 or higher SD&QA programme, perform a self-inspection at least annually using
the criterfa in Table 5:

Table 5 — Example SD&QA Programme Self-Inspection Criterid

SD&QA PROGRAMME
SELF-INSPECTION CRITERIA

ESSEN['TAL ELEMENTS

Does the contractor have an industry acknowledged basis for authorizing its
Safety, Dependability and Quality Assurance/(SP&QA) Programme?

Are the SD&QA programme authorized tofinterface with outside industry or-
ganizations and working groups whose eharter/goal is to continuously imprqgve
Prograrhme authorization |industry recognized Safety, Dependability and Quality Assurance practices?

Does the contractor have the necessary resources on hand to facilitate effec-
tive execution of the SD&QA programme in a cost-efficient manner?

Does the contractor have emipowering policies in place that facilitate efficien
execution of the SD&QA prégramme?

Are all SD&QA requirements identified in the contractor requirement docu-
ments?

Has the contracter'demonstrated a thorough understanding of all SD&QA
requirements?

Requirpments definition | Are there'any SD&QA process which may have requirements that duplicate,
contradict, overlap, supersede, or circumvent requirements of another SD&Q
process?

=

Are overlooked or missing SD&QA requirements identified and reported as
residual risks?

Are all applicable SD&QA requirements and self-imposed objectives identifiedl
in the SD&QA programme plans?

Are all of the measureable and level-of-effort (LOE) SD&QA tasks that are
associated with each SD&QA requirement and self-imposed objective identifipd
Platining in the Product Assurance Plan or Integrated Master Schedule (IMS), and the
(including SB&QA test plans) |SD&QA programme plans?

Ate all of Key outputs/artifacts identified for each SD&QA task throughout the
space system’s life cycle?

Are overlooked, missing, or deficient tasks identified and reported as residu-
al risks?

Are customer submittals and internal exchange data products identified and
mapped to giver and receiver organizations and individuals?

o Are system safety inputs to customer submittal data products properly devel-
Programme coordination oped, approved, coordinated, distributed, and maintained?

Are all stakeholders provided with checklists that enhance mishap avoidance?

Are stakeholders monitored to ensure they properly apply the checklists?
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Table 5 (continued)

:2018(E)

SD&QA PROGRAMME
ESSENTIAL ELEMENTS

SELF-INSPECTION CRITERIA

Engineering and evaluation

Does system safety and reliability engineering participate early and proactive-

ly in the system design or modification process?

Are the appropriate system safety engineering methods selected to a
of the design safety and operational safety requirements?

chieve all

Are the appropriate reliability engineering methods selected to achiev

design reliability _gperationalreliability and reliabilitv growth reguirements?
5 o rd 5 T :

e all of the

Are the selected engineering methods validated to be effective mean
achieving the design requirements prior to use?

5 of

Are the input data and assumptions used in engineering assessments
ed for accuracy prior to application?

evaluat-

sk assessment and tracking

Are risk assessment metrics identified and within conipliance of reqy

irements?

Is the appropriate approval authority for high and’serious risks ident|

fied?

Is the risk mitigation/control order of precedence'defined, implemen
tracked (including hazardous material congrols)?

ed, and

Are all high and serious residual risks identified and properly reports

pd?

Verification
including SD&QA Testing)

Have applicable military, federal, national, international, and industr
standards and codes been identifi€dy and have the approach for verif)
pliance with each been defined and’concurred with by the customer?,

 safety
ing com-

Have the test, demonstration,'analysis, or inspection approach for ve
compliance with each system safety, mission reliability, and quality a
requirement been definéd-and concurred with by the customer?

ifying
ssurance

Have all SD&QA requirements verification plans and reports been pr
documented, appreved, implemented, and tracked?

perly

Are SD&QA requirements verification results evaluated in terms of m
requirement thresholds and determining residual risks?

eeting

5.7

Th

pe
wi

is provided in Table &

©lI

4 SD&QA risk identification

e project-wide identificatienof SD&QA risks is coordinated by SD&QA leads by providi
rsonnel with technical assistance, training, and checklists. SD&QA risk identification is performed
thin the context of theproject’s overall risk taxonomy. An example of a project’s overall risk

g project

taxonomy
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Table 6 — Example risk taxonomy for a space system development

Technical risks

— Technology maturation

— Systems engineering & integration
— Requirements analysis
— Functional analysis/allocations

— Synthesis

— Productassurance

— Engineering databases

— Teghnical Performance Measures

— Enyironment, Safety, and Occupational Health (ESOH)
— Reliability, Availability & Maintainability (RAM)

— Quplity Assurance (QA)

— System security/cybersecurity

— Human Systems Integration (HSI)

— Interoperability
— Test &|evaluation

— Manufacturing

— Supportability
Programmatic Risks

— Estimates

— Programme planning

— Programme execution

— Commjunication

— Contr4dct structure/provisions

— Schedtle
Business [external)

— Depenldencies
— Resoufces

— Priorities

— Regulgtions/laws
— Mark

— Customer

— Weather

SD&QA risk identification is focused on the following areas of technical risk: Environment, Safety and
Occupational Health (ESOH); Mission Success (MS); and Quality Assurance (QA). SD&QA risk assessment
is focused on identifying the sources of SD&QA risks, such as, part failure modes, conflicting or missing
requirements, design weaknesses, and hazardous processes and procedures. The results of these
assessments are captured in FMECA, Hazard Report (HR), and similar fault/failure analysis reports.
Typical SD&QA risk sources included in these assessments are:

— suppliers/vendors;
— immature technology;

— extreme operating environment (space, desert, etc.);
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asgessment activities:

1y

2)

3)

4)

5)

6)

5.7.5.. “Qualitative SD&QA risk likelihood assessment

ISO/TS 18667

new design/process;

high level of design complexity/skill level;

tight tolerance requirements;

new operational requirements (customer needs);

new SD&QA requirements (safety, reliability, maintainability, availability, or quality assu

changing requirements;

:2018(E)

rance);

engineering change proposals (ECPs), specification change notices (SCNs), softwarg
reports (SPRs), and requests for deviations and waivers;

cost and schedule estimating assumptions;

resource availability (people, materials, facilities, tools, etc.);
under-qualified personnel (design, engineering, production, etc.);
SD&QA technique/method/process is not a best technical practice;and
limited SD&QA programme capability.

e SD&QA leads monitor project personnel to ensure they regularly practice the follo

Review pertinent Lessons Learned Logs to identify any associated failure causal f3
hazards) that are not addressed by programme(planning.

Review programme generated documents;in a timely manner to identify any potentig
deficiencies, accidents, and incidents whogse associated hazards are not addressed by pt
planning.

Review closed failure, deficiency;laccident, incident, and non-conformance reports to id
associated hazards that are not addressed by programme planning.

Assess the hazard’s poténtial impacts on programme domains (i.e. safety, performg
schedule, technology, and data) for all identified hazards that are not addressed by pt
planning.

hazard risk.

project'srisk management database or hazard tracking log.

problem

wing risk

ctors (i.e.

| failures,
ogramme

entify any

nce, cost,
ogramme

Ensure a FMECA\record, or similar documented record, exists for each identified High aind Serious

Provide didocumented record of each identified SD&QA risk to the SD&QA lead for entering into the

Qualitative risk source likelihood scales similar to the examples shown in Table 7, are used for initial
SD&QA risk assessments where the risk source is known but insufficient data are available to develop
a quantitative probability of occurrence. The technical risk assessment process is an iterative process
where the maturity of the probability factor is low at the beginning of the product development phase
and increases in accuracy at a rate commensurate with the progress made in the systems engineering
process.
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5.7.6 Quantitative SD&QA risk likelihood assessment

Initial assessments of high and serious SD&QA risks are periodically updated until high fidelity
quantitative risk likelihood data can be fully developed. Quantitative risk likelihood scales similar to
the examples shown in Table 8, are used for final risk assessments of high and serious SD&QA risks
where the risk source is known and sufficient data are available to develop a quantitative probability of
occurrence.

Table 8 — Example of Fixed Quantitative Probability Levels for Programme Domains

isks

Likeli- 5 - Improbable <0,1% <1% <0,0001 % <A1%
hood 4 - Remote 0,1%tol% 1% to 10 % 0,0001 % to 0,1 % 1 %-to 10 %
3 - Occasional 1% to 10 % 10 % to 20 % 0,1%tol1% 10 % to 20 %
2 - Probable 10 % to 20 % 20 % to 30 % 1% to 10 % 20 % to 30 %

1 - Frequent >20 % >30 % >10 % >30 %

5.7.7 SD&QA risk mitigation assessment

Apply thel following risk mitigation order of precedence when selecting SD&QA failure/hazard rjisk
mitigation) or control methods:

1) Eliminate faults through design selection. Ideally, the-risk of a failure mode is eliminatgd.
This ¢limination is often accomplished by selecting.a.design alternative that removes the fault
altogéther;

2) Redufe risk through design alteration. If the-risk of a failure mode cannot be eliminated |by
adoptling an alternative design or alternatiyeymaterial, consider design changes that reduce the
sever|ty and/or the probability of a failure mode;

3) Incorporate engineered features or{devices. If the risk of a failure mode is unable to be eliminated
or ad¢quately mitigated through a design alteration, reduce the risk using an engineered featiire
or deyice. In general, engineeredifeatures actively interrupt the failure mechanism sequence gnd
devices reduce the risk of a failtre mode;

4) Provide warning devices.-If engineered features and devices do not adequately lower the risk of
the fdilure mode, include-a detection and warning system to alert personnel to the presence df a
faulty] condition or ecgurrence of an undesirable latent event.

5) Develop procedures and training. Where other risk reduction methods cannot adequately
mitigate the risk from a failure mode, incorporate special procedures and training. Procedures may
presclibe, the collection of diagnostics or prognostics data. Warnings, cautions, and other written
advispries.are not the only risk reduction method used for high and serious initial risk levels.

5.7.8 SD&QA risk tracking

Beginning with the start of the system definition phase, and continuing throughout all subsequent
product life cycle phases, the SD&QA programme leads periodically review the open SD&QA risks to
assess status of risk mitigation efforts. They also assess the impact of changes in the Work Breakdown
Structure (WBS) budget or Integrated Master Schedule (IMS) which they are responsible for managing.
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5.7.9 SD&QArisk level assessment

5.7.9.1 General

Following determination of the likelihood level and consequence category of the risk, use the ISO 17666
compliant 5x5 risk matrix in Figure 8 and plug in the probability and severity values to assess the
criticality of the risk (i.e. Green = LOW, Yellow = MEDIUM, Red = HIGH).

H

[ High
[] Medium
B Low

Probability
A B C D

1 2 3 4 5
Severity

Figure 8 — Example ISO 17666 compliant 5x5 risk matrix

5.7.9.2 Highrisk

If 4 risk is determined to be High or Red then-a‘detailed risk assessment is performed. Thq type and
depth of this risk assessment may vary based on the project domain affected and the datacollected.
Th kinds of results obtained from a detailed risk assessments include:

—| finer resolution of likelihood and-¢onsequence estimates;
— | ability to expose and rank specific contributions to the risk;

—| an opportunity to expréss the uncertainty in these estimates explicitly, and to identify 4 means of
reducing these uncertainties; and

—| an opportunity tabreak down the likelihood and consequences into their constituents, enabling
a better understanding of the composition of the risk and an improved ability tp develop
mitigationsplans.

The results. of the detailed risk assessments are documented formally in the project’s risk database
by|the Project Risk Management Board (PRMB). The topics covered in the formal documentation
ar¢ in€lude the risk management scope, purpose, objectives, approach, results, and conclugions. The
concliisions include a comparison of the estimated cost and schedule impacts on the overall project if
the risk were to be realized and if it is mitigated. If the status of the risk changes due to new data being
collected after completion of the detailed risk assessment, then the risk is reassessed by the risk owner
and resubmitted to the PRMB for review and concurrence.

5.7.9.3 Medium risk

A preliminary risk assessment is performed on Medium or Yellow risks. The type and depth of this
risk assessment is determined by the risk owner. The kinds of results obtained from a preliminary risk
assessment include:

— gross resolution of likelihood and consequence estimates;

— ability to identify and rank generic contributions to the risk;
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— an expression of likelihood in terms of point estimates and identification of means of determining
uncertainties; and

— an engineering estimate of the composition of the risk to allow development of mitigation plans.

As in the cases of High and Serious risks, the results of all preliminary risk assessments are documented
formally by the PRMB in the risk management database.

5.7.9.4 Lowrisk

Low or Greenrisksare considered-insignificant risk drivers- These risks represent-hazards,faults,
or failurel modes that have little or no adverse impact and/or probability of occurrence. No{yjisk
assessments are conducted or mitigation plans developed for low risks. Low risks are archived\by the
PRMB in the risk database and reviewed periodically, e.g. quarterly to ensure that new datahas not
been colldcted that would warrant changing the status of the risk. Should the risk status.change, the

risk items|are reassessed by the risk owner and resubmitted to the PRMB for review and’¢oncurrence.

5.7.10 Se¢parate ESOH/system safety risk management

The management of Environment, Safety, and Occupational Health (ESOH)/system safety risks has some
unique refjuirements imposed by a number of government instructions, policies, laws, and regulations.
As a resullt of these requirements, the contractor may be required to(nanage ESOH/system safety
risks sepgrately from all other project domain risks. In cases wherg-system safety risks are managed
separately from all other programmatic risks, e.g. in accordance(with the ISO 14620-1 methodology,
the projedt manager (PM) provides a direct line of communication to the system safety lead to ensiire
safety risks receive proper attention. Safety risks that represent a significant cost or schedule risk are
captured |n the programme risk management database.

ESOH/system safety risks are analysed, mitigated or _eontrolled, and tracked throughout the prodfict
life cycle |n the same manner as the other SD&QA risks. Also, the ESOH/system safety risks and the
other SD&QA risks are reported at all major project reviews and to the customer using the ISO 17666
5x5 risk mpatrix.

5.7.11 Present SD&QA risk status using-a'single risk matrix format

For Capahjility Level 4 or higher SD&QA programme, the project manager (PM) presents all high gnd
medium 1jisks that were assessed using the ISO 17666 risk assessment methodology, as a part of|all
major milgstone reviews, alongwith the corresponding risk mitigation plans for each risk. All high gnd
medium r|sks that were asseSsed using the ISO 14620-1 hazard severity assessment methodology or the
ISO 2346( event severity @ssessment methodology, are translated from the 4x5 risk matrix formaf to
the 5x5 rigk matrix format described in ISO 17666 prior to being reported by the PM. Figure 9 providles
an example of a template used to translate a 4x5 risk matrix to a 5x5 risk matrix.

Figure 10| provides an example of a risk prioritization approach for determining the order in whijch
risks are addressed when limited funds are available to handle/mitigate risks. This risk prioritizatjon
approach |simplemented by replacing the ‘A’ thru ‘E’ likelihood designations of the ISO 17666 risk matrix
with ‘1’ through ‘5, and then assigning sequential nUMbers from 1 through 25 to each block in the
ISO 17666 risk matrix. The lowest level risk block is located in the bottom left corner of the ISO 17666
risk matrix (i.e. likelihood x severity = 1 x 1 = 1). This block is assigned the lowest rank value of ‘1". The
next lowest level risk block is located directly above the ‘1’ block (i.e. likelihood x severity = 2 x 1 = 2),
and it is assigned the rank value of ‘2’. Continuing this procedure, the next lowest level risk block is
directly adjacent to the ‘1’ block (i.e. likelihood x severity = 1 x 2 = 2), and it is assigned the rank value
of ‘3’. Note even though the likelihood and severity products of blocks ‘2’ and ‘3’ are both equal to 2, the
risk level of block ‘3’ is ranked a higher than block ‘2’ because the severity of block ‘3’ is higher, i.e. its
severity level is 2 versus severity level 1 of block ‘2’. This block numbering schema is continued until all
25 blocks in the risk matrix are assigned a unique number.

32 © ISO 2018 - All rights reserved


https://standardsiso.com/api/?name=b3c4fa7aa2d05e3518c929165881629d

ISO/TS 18667:2018(E)

23]

2 a

%‘ I High

Z © [] Medium-to-

A M [] High

< I Medium
4—3 2 T
Severity Q\%
a) Example ISO 23460 and ISO 14620-1 compliant 4x5 risk matrix 6\%
ng
N
25
&
O
= A
<3
<
: m-
1
§ O
Medium
m

Severity

h@(gmple ISO 17666 compliant 5x5 risk matrix

Figure 9 -ﬁiample ISO 23460 or ISO 14620-1 to ISO 17666 risk matrix translation matrix
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5.7.12 Perform structured SD&QA reviews

For Capability Level 5 SD&QA programme, develop and apply a structured review process (e.g. a formal
peer review working group) to aid thorough evaluation of the SD&QA data products in all product life
cycle phases. The peer review team includes personnel who are cognizant of events that led to failures
in systems similar to the one being developed. Product-based and process-based lessons learned that
are relevant to the system being developed are gathered from across the enterprise and used to develop
review checklists that support timely implementation of the structured review process and updating of
the SD&QA programme. The review checklists reflect the technical knowledge, insights, design rules,
application data, and other clues that help uncover latent deficiencies.
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5.7.13 Apply SD&QA lessons learned

Proposed lessons learned are evaluated for quality, prioritized, and forwarded to the Lessons Learned
Approval Authority for appropriate action. The contractor takes steps to ensure that proposed lessons
learned are documented and reviewed in a timely manner, and the related recommendations are infused
throughout the project, the stakeholder organizations, and as necessary, enterprise-wide using the
appropriate systems. The project’s SD&QA database system includes a field that allows an authorized
person to tag particular data as a proposed lessons learned. A positive indication in the lessons learned
field generates a notification to the Lessons Learned Review Committee, or similar approval authority,
regarding the data’s candidacy. Further guidance for processing lessons learned is found in ISO 16192.

For Capaljility Level 3 or higher SD&QA programme, describe in an approved plan how existing SD&EA
data/repdrts will be reviewed for applicable product-based?) and process-based3) lessons dearngd.
Existing l¢ssons learned are reviewed to identify possible deficiencies or needed process improvemeits,
such as, improved procedures or training materials.

For Capaljility Level 4 or higher SD&QA programme, describe in an approved plan how-SD&QA less¢ns
learned will be exchanged with other projects throughout the enterprise, e.g. the project will transmit
approved [SD&QA lessons learned to other projects for information and comments:

For Capaljility Level 5 SD&QA programme, describe in an approved plan hg#wnon-proprietary lessgns
learned data will be exchanged with other organizations, e.g. the entérprise will enter into data
exchange|agreements and employ safeguards to protect security<classified, International Traffic
in Arms Regulations (ITAR)-restricted, proprietary, or other sensitive data. The received data will
be reviewed by an enterprise-level Lessons Learned Board to.identify significant findings that are
implementted in a project.

5.8 Verify SD&QA requirements are met

Document verification of each quantitative and qualitative SD&QA requirement. The project manager
or chief enjgineer is to choose one or more of the following methods to verify each SD&QA requiremept:

— test;
— demopstration;
— analypis;

— insperftion;

— simulption; and
— similgrity.

For a Capgbility Lével 3 or higher SD&QA programme, the planning for validating SD&QA requiremehts
is documgnteddna Requirements Verification Plan (RVP), and includes descriptions of the verificatjon
methods fjo be.applied. The Space Systems Safety-critical and Mission-critical Unacceptable Conditigns
Checklist InAnnex D is used to aid in the development of a RVP that is commensurate with the unit-vajue
criticality of the space system. The results of the RVP are documented in a Requirements Verification
Report (RVR) that is provided to the customer for review.

2) For this document, a product-based lesson learned is important information created, documented, and retrieved
according to a system or device life cycle specific functional or physical descriptor.

3) For this document, process-based lesson learned is important information created, documented, and retrieved
according to a process or procedure descriptor.
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Fundamental SD&QA Processes

:2018(E)

When using the SD&QA processes named in this annex to plan the SD&QA programme, integrate them

as
arg
ea

SD
)
2)
3)
4)
5)
6)
7)
8)
9)
10
SD
)
2)
3)
4)
5)
6)

hecessary with the management, engineering, and test functions in the project. I'he SD&UQA

'h SD&QA process with regard to its purpose and functional description.
&QA Management Process Group:
SDS&QA programme planning;
Subcontractor and supplier SD&QA programme management;
SD&QA programme working groups;
Failure reporting, analysis, and corrective action system;
Failure review board/non-conformance review board;
Critical item risk management;
Project SD&QA database system;
Quality control;
Configuration management; and
Material review board.
&QA Engineering Process Group:
Functional Diagram Modelling;
System Reliability Modelling;
Component Reliability Predictions;
Product Failure Mode, effects, and Criticality Analysis;
Sneak'Circuit Analysis;

Design Concern Analysis;

processes

the fundamental building blocks of the SD&QA programme. Annex C provides a brief definition of

7)
8)
9)

Structural and Thermal Stress Analysis;
Worst Case Analysis;

Human Reliability Analysis;

10) Environmental Event Survivability Analysis;

11) Anomaly, Detection, and Response Analysis;

12) Maintainability Predictions;

13) Operational Availability Modelling;
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14) Hazard Analysis;

15) Software Component Reliability Predictions;

16) Process Failure Mode, Effects, and Criticality Analysis;

17) Event Tree Analysis;

18) Fault Tree Analysis;

19) Fishbone Analysis;

20) Simil3

21) Comp

22) Stres;

23) Probg

SD&QA T

)
2)
3)
4)
5)
6)
7)

38

Envir

Relia

Comp
Desig|
Ongoi
Produ

irity and Allocations Analysis;
onent Engineering;
and Damage Simulation Analysis; and
bilistic Risk Assessment.
pst Process Group:

bnmental Stress Screening;

Relialility Growth Testing;

ility, Maintainability, and Availability Demonstration Testing;
onent Reliability Life Testing;

h of Experiments;

ng Reliability Testing; and

ct Safety Testing.
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Annex B
(informative)

Capability-based Safety, Dependability and Quality Assurance

Programme tailoring requirements template

B.]
thg

B.]
au
arg

(Q

B.]
thd
sull
req

| The Capability Level 1 Safety, Dependability and Quality Assurance (SD&QA) Programi
following activities.

.1 Authorization of the contractor’s SD&QA organizations which are assigned the respons
hority for meeting the SD&QA requirements and objectives. The following jindependent p
authorized at a minimum: a Safety programme, a Dependability programme, and a Quality
\) programme.

Assign qualified management and engineering personnel, and‘gbtain the tools neede
effectively implement the SD&QA programme. Use validated methods to identify and el
control of unacceptable deficiencies, as required.

.2 Identification of appropriate SD&QA requirements. The SD&QA requirements are consi

pcontractors that produce safety-critical and mission-critical items the following essenti
uirements:

the design conditions that are considered.tthacceptable;

mitigate/correct unacceptable design'‘conditions or verify acceptability of the mishap/f
levels associated with the unacceptable design conditions;

verify mission-critical functions’/are single-fault tolerant against loss or degradation due
hardware or software component failure/fault, propagating failure, or human error;
acceptability of the risk ofiloss or degradation of the mission-critical functions using quan
assessment approachés;

verify safety-critieal” functions for High III unit-value/criticality products are dual-fau
againstlossor degradation due to dualindependenthardware or software component failu
dual indeperfdent human errors, or a combination of a component failure/fault and a huma
verify aceeptability of the risk of loss or degradation of the safety-critical functions using
risk assessment approaches;

verify the system does not generate hazardous radiation or energy, when no provisions

he include

ibility and
rogramme
Assurance

d to cost-
minate or

stent with

contractual requirements and this document. At a minimum, define and flow down to al| affiliated

al SD&QA

hilure risk

to a single
or verify
tified risk

t tolerant
res/faults,
n error; or
quantified

have been

made to protect personnel or sensitive subsystems/components in High III unit-value

criticality

B.1.3

products fromr damage or adverse effects;

verify, via quantified risk assessment approaches, that there is an acceptable level of risk that no
packaging, handling or storage procedures will cause a catastrophic accident/ mishap for which no
controls have been provided to protect personnel or safety-critical/ mission-critical equipment;

identify any SD&QA requirements which may be satisfied by an existing analysis, inspe

ction, test

report, or data product from a similar project, product, or process. For Capability Level 2 or higher
SD&QA programme, document these requirements in approved SD&QA programme plans.

In lieu of formally approved project SD&QA programme plans, use this document and ISO 14300

to define a set of Capability Level 1 SD&QA processes which comprise the “basic” SD&QA programme
that is tailored to achieve the minimum acceptable level of SD&QA risk.
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The basic SD&QA programme constitutes the minimum effort required to eliminate or mitigate
specific technical risks for a specific systems engineering life cycle phase of a low unit-value product.

B.1.4 Coordination of SD&QA activities with other functions in the project’s Product Assurance process.

NOTE

Coordinate the interactions required for successful implementation of each SD&QA process.

B.1.5 Implementation of the Capability Level 1 SD&QA programme, which represents the minimum
effort required to eliminate, mitigate, or accept specific technical risks of a low unit-value/criticality
system/product, during specific phases of its life cycle. The following activities are included, at a

minimum
a) Const
b) Defin

c) Ident

B.1.6 In
document

B.1.7 Id
requirems
Product §
review an

B.1.8 Dd¢cumentation of all applicable SD&QA requiremeiits and the associated assessment results i

single rep
NOTE
updates ar

triggered h
the report,

B.2 The

B.2.1 CH

the minimum effort requited to eliminate, mitigate, or accept specific technical risks of a medi

unit-value
included,

B.2.2 Dg
managem

in the Capability Level 1 SD&QA programme:
ruction of detailed and comprehensive functional diagram models of the system;
tion of the system’s failure criteria; and

fication of the system’s failure modes and their qualitative probabilities of 6cetuirrence.

plementation of product and process risk management principles thatare consistent with
and ISO 17666.

entification of formal and informal methods which willzbe“used to verify the SD&
nts are met. The formal verification methods involve review and concurrence by the custon;

 concurrence by internal management only.

brt for each SD&QA process that is implemented.
The SD&QA assessment reports are updated on an “as required” or “as needed” basis. “As requir

e triggered by scheduled events, e.g. is contractually required delivery times. “As needed” updates
y unscheduled events, e.g. changes made:to the system or project which affect the integrity of dat

ange B.1.5 to, “Impleimentation of the Capability Level 2 SD&QA programme, which represe

/criticality system/product, during specific phases of its life cycle. The following activities
ht a2 minimuny, in a Capability Level 2 SD&QA programme”.

velopment of the SD&QA programme plans, which are formally approved by inter
ent’and the customer, and include but is not limited to the following topics:

his

QA

\ET.

afety Testing is performed in a formal manner. The informal verification methods involve

hd”
are

Capability Level 2 SD&QA programme include all the tasks in the Capability Level 1 SD&QA
programnpe plus the following at ahinimum.

nts
1m
hre

nal

— unit-value/criticality of the end product based on the product unit-value/criticality categories
defined in Table 1;

— product’s life cycle phases;

— all applicable SD&QA requirements;

— types

of hazards and failure modes associated with product;

— SD&QA assessment method(s) to be used to verify each SD&QA requirement;

— objectives and approach of each planned SD&QA process;

— input

40

data sources and output data users for each SD&QA process;
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— estimated time to complete (ETC) or level of effort (LOE) to complete each SD&QA process;

— applicability of capability level growth, with respect to maturation of the SD&QA i
commensurate with progression of the Systems Engineering process; and

nput data

— identification of applicable standards, guides, and enterprise-level command media which govern

the contractor’s SD&QA programme(s).

B.2.3 Integration of the SD&QA programme plans with the contractor’s Systems Engineering Plan (SEP)
or Product Assurance Management Plan (PAMP) to establish the SD&QA organization’s infrastructure,

an ) )

NOTE The SD&QA programme plans are updated on an “as required” or “as needed” basis, “Aj
upflates are triggered by contractually required delivery times. “As needed” updates are triggeted by
thg system or project which affect the integrity of information in the plan.

B.2.4 Distribution of each SD&QA assessment report to the customer(s) for review.

B.2.5 Establishment of Technical Performance Metrics for purposes~of tracking and rep
progress of each SD&QA programme.

B.2.6 Oversee the SD&QA activities of subcontractors during product manufacture, test, insj
shipping.

The Capability Level 3 SD&QA programme includeall the tasks in the Capability Level
programme plus the following.

B.3.1 Change B.2.1 to, “Implementation of the;Capability Level 3 SD&QA programme, which 1
the minimum effort required to eliminate;‘mitigate, or accept specific technical risks of
unjft-value/criticality system/product, during specific phases of its life cycle. The following acf
indluded, at a minimum, in a Capability Level 3 SD&QA programme”.

required”
changes to

brting the

bection, or

2 SD&QA

epresents
a High 1
ivities are

B.3.2 Assessment of the identified SD&QA requirements using System Requirements Hazard Analysis,

or [an equivalent methodology;-to determine the risk of conflicting requirements, requirems

nts creep,

requirements falsification, and/other undesirable conditions caused by unintended or bad reqiiirements.

Note for cases of conflicting SD&QA requirements the issue is resolved using the followin
pre¢cedence:

1) | System safetyrequirements;
2)| Availability requirements;

3) | Reliability requirements; and

b order of

4 Maintainahility and tactalhilibyy Aty e
vraHHTtH A O hty st te Staohty FegtHrements:

B.3.3 Change B.1.5 c to “Identification of the system’s hazards and failure modes and their quantitative

probabilities of occurrence.”

B.3.4 Establishment, utilization, and maintenance of a project SD&QA database system that:

1) provides seamless interfaces among SD&QA processes and other project functions, such as, design,

manufacturing, and testing;
2) contains all the key SD&QA requirements and data products;

3) has data change control and tracking procedures;
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4)

5)

can automatically generate SD&QA programme plans and reports that are commensurate with the
product’s unit value/criticality and systems engineering life cycle data content/maturity; and

can be used to automatically evaluate SD&QA programme plans and reports with regard to
compliance with requirements and appropriateness of verification artifacts.

B.3.5 Assurance that other project functions utilize SD&QA analysis results/data to the greatest extent
practical.

B.3.6 Collection, review, and utilization of existing SD&QA lessons learned, as applicable.

B.3.7 Evaluation of all aspects of the SD&QA programme to identify and approve new product gnd

process based lessons learned.

B.4 The|Capability Level 4 SD&QA programme include all the tasks in the Capabilitylievel 3 SD&QA

programnpe plus the following.

B.4.1 C(hange B.3.1 to, “Implementation of the Capability Level 4 SD&QA progtamme, which represents
the minimpum effort required to eliminate, mitigate, or accept specific techhie¢al risks of a very-High I
unit-valug/criticality system/product, during specific phases of its life cycle. The following activities are

included, at a minimum, in a Capability Level 4 SD&QA programme”.

B.4.2 Change B.2.5 to, “Oversee the SD&QA activities of subcontractors, such that, major subcontractprs
provide SD&QA data products in predefined formats that facilitate integrating component level SD&QA

data prodficts with assembly, subsystem, or system level analyses, tests, or inspections”.

B.4.3 Evaluation of the maturity of the input data.used for SD&QA analyses (e.g. constraints, groynd
rules, and analytical assumptions) in the context ofithe Project Management Plan (PMP) or Systems

Engineeripg Plan (SEP) and the Input Data Maturify Rating Criteria defined in this document.

B.4.4 Adquisition of validated computerized SD&QA tools and integrate them with the Project SD&QA

Database Pystem.

B.4.5 Egtablishment of channels—-to exchange approved lessons learned with similar projects

throughoyt the enterprise.

B.4.6 Infegration of all. SP&QA risk assessments with a single project-wide Risk Management Procgss
to ensure pll risks assqciated with identified hazards and failure modes are properly reported within the
contractof’s organization and to the customer in a timely manner. At a minimum, this approach inclugles

the followjing objectives:

42

establishinént of minimum qualifications for performing all experience-intensive or trainiphg-
intengiv@activities;

reporting of all incidents of significant residual risk to the appropriate risk acceptance authorities;
proper management of all safety-critical and mission-critical items;

assurance that all SD&QA milestones and deliverables are included in the project’s Integrated
Master Schedule (IMS) and can be accomplished within the project’s allocated budget; and

assurance that all anticipated undesirable events will be prevented and the impact of unanticipated
undesirable events will be minimized.
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B.5 The Capability Level 5 SD&QA programme include all the tasks in the Capability Level 4 SD&QA
programme plus the following.

B.5.1 Change B.4.1 to, “Implementation of the Capability Level 5 SD&QA programme, which represents
the minimum effort required to eliminate, mitigate, or accept specific technical risks of an High III
unit-value/criticality system/product, during specific phases of its life cycle. The following activities are
included, at a minimum, in a Capability Level 5 SD&QA programme”.

B.5.2 Performance of formal peer reviews to evaluate the SD&QA programme outputs.

B.3.3 Continuous improvement of the overall SD&QA programme by:

—| instituting processes that facilitate individuals and teams proactively identifying and|assessing
SD&QA hazards and failure modes; and

— | periodically training management and technical personnel how to properly use cosf-effective
SD&QA tools and processes, or exposing them to new SD&QA lessons learned.

B.3.4 Sharing of approved SD&QA lessons learned with external enterprises and organizatiops.
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Annex C
(informative)

Safety, Dependability and Quality Assurance (SD&QA) programme

C1 Ssttem Safety Programme (SSP)

and Process Definitions

The contr
properly
the requir
(e.g. MIL-
manager
related hg
mishap/in

C11 Sy

A. System

Purpose:

To identif
eliminate
system lif]

manager flully understands his/her system safety ©bligations to the customer and to the contractor, 3

that the r¢
the mean
called out

Process D

The SPP ¢
a compre
developed
descriptig
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the re

the sy
organ

ctor assigns a system safety manager with verifiable experience or training-necessary
levelop/acquire and manage/monitor a System Safety Programme that is_consistent w
ements in this document, ISO 14620-1, ISO 14300-2, and any other system.safety standai
STD-882E) or guides referenced in the Statement of Work (SOW).cThe system saf
bstablishes internal reporting procedures for the investigation and disposition of prod
zards and safety incidents, including potentially hazardous conditions not yet involved i
cident.

stem Safety Management Processes

Safety Programme Planning

 the activities essential in assuring the System Safety tasks required to identify, evaluate, g
or control hazards, or to reduce the residualhazard risk to a level acceptable throughout
e cycle. The approved System Safety Progtamme Plan (SSPP) demonstrates that the proj

b for understanding how the programme accomplishes its system safety responsibilities,
in the programme statement of work (SOW) or this document.

Pscription:

nsures safety design-risks are balanced against project constraints and objectives throy
nensive effort thatewill contribute to system safety over the product life cycle. The SPH

ns of the following:
sponsibilities of the system safety organization;

rstensafety responsibilities of key individuals and organizations outside the system saf
izdtion;

to
ith
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psources necessary to fulfil this obligation are allocated. For the customer, the SPPP provides

as

gh
is

as part of the jnitial planning for all product development programme. The SPP includles

bty

how the safety programme will be established and implemented consistent with contractual
requirements;

how system safety standards and guidance will be provided to all programme disciplines consistent
with contractual requirements;

the single Point of Contact (POC) for all system safety matters pertaining to the programme, the
customer, the subcontractors, and the contractor;

how all reasonable and prudent hazard risks will be assessed, and eliminated, controlled, or accepted
during all phases of the programme;
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— how the flow down of system safety requirements to subcontractors will be consistent with
contractual requirements;

— how product and operational safety issues will be brought to the attention of the project manager in
a timely manner;

— how the generation and delivery of system safety documents, and other items related to system
safety contractual deliverables, will be consistent with contractual requirements;

— how system safety engineers will participate in technical reviews, design change reviews, and trade
studies to ensure compliance with applicable system safety requirements;

—| how system safety audits and reviews, if contractually required, will be conducted’[to ensure
compliance with system safety policies, procedures, and functional performance requirerhents; and

—| how the resources needed to accomplish the safety programme tasks will be €nsured.
B. Pubcontractor and supplier safety management
Pufpose:

Tolidentify sources of products and services that may be used to satisfy system safety requirements,
anfl manage the pertinent activities of subcontractors and suppliers to minimize risk of hazardous
copditions. Also, to ensure system safety activities of subcontractors are consistent with the overall
saIety programme through verification of compliance or conducting surveillance of their system safety
activities.

p

—

bcess description:

Exgrcise monitoring and control of subcontractor, and supplier system safety activities; ensufre System
Safety Programme Plans (SSPPs) are completeiand executable; exchange applicable system safety
lessons learned; and if necessary, assist in dévelopment of their system safety capabilities. All system
safety deliverables expected from the sub¢ontractor are called out in contractual agreements with the
subcontractor.

C. pafety programme working group
Pufpose:

To|conduct formal and infermal technical reviews, determine the status of a safety programme, and
wdrk system safety risks.and issues to closure.

p

—

pcess descriptions

System safety-engineers meet to review status of planned system safety activities, significgnt hazard
risks, and.@ny mishaps which may have occurred. The group also ensures appropriate|follow-up
actions pricorrective actions are taken in a timely manner, and are properly implemented, verified, and
dofumented.

C.1.2 System safety engineering tasks
A.Hazard Analysis
Purpose:

To identify hazardous conditions and risks for purpose of elimination and/or control. Hazard analysis
is performed to examine the system, subsystems, components, and their interrelationships, as well as
logistic support, training, maintenance, operational environments, and system/component disposal
plans to:

— Identify hazards and recommend appropriate corrective action.
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— Assist the individual(s) actually performing the analysis in evaluating the safety aspects of a given
system or element.

— Provide managers, designers, test planners, and other decision makers with the information and
data needed to permit effective trade-offs.

— Demonstrate compliance with given safety-related technical specifications, operational
requirements, and design objectives.

Process description:

The timely identification of unacceptable hazards is the first activity in assuring proper safgty
provisions.

— Identffication involves determining the severity or magnitude, importance, and frequency|or
likelilhood of the worst-case mishap caused by the hazard at every system indenture level.

— Timely evaluation of unacceptable hazards involves determining the appropriate‘corrective actjon
to elifninate or control unacceptable hazards and avoid the postulated mishaps of catastrophid or
criticql severity.

— Timely communication of the hazard evaluation results to individuals with decision-makjng
autholrity to implement corrective actions.

— Needg¢d safety design changes are identified and completed. €arly in the system’s life cycle|to
minimize the impact on cost and schedule.

B. Fault Tfee Analysis
Purpose:

To systematically examine a potential system failure’ by creating a graphical representation of the
system uging deductive logic. The fault tree represents system relationships and fault paths, gnd
provides p means for qualitative or quantitative system evaluation. Fault Tree Analysis (FTA) if a
deductive} top-down method used to determine how a given system failure can occur. A system’s top
undesired event is either identified or postulated, and the analysis attempts to find out what contribuges
to this unglesirable event.

2]

Process dg¢scription:

The FTA begins with a top event, establishes the component-level to which each system-level faulf is
examined} and determines.‘the immediate causes for each fault at progressively lower levels unt{l a
componerjt-level fault is;reached. The FTA determines the various ways in which a particular typd of
top event for failure cotld’occur. All of the possible system contributing factors and their relationshjips
are establlished and,.if possible, a top probability of occurrence calculated.

The primary output of FTA is the fault tree structure, which allows for qualitative or quantitatjve
evaluatio of a.system failure. FTA is particularly useful 1n the examlnatlon of functlonal paths of hjgh

an undesirable system fallure Typlcal candidates for FTA are functional paths or 1nterfaces that could
have impact on flight safety, munitions handling safety, safety of operating and maintenance personnel,
and probability of error-free command in automated systems in which a multiplicity of redundant and
overlapping outputs may be involved. The fault tree is an analysis tool that provides a way to combine all
contributing failures, events, and conditions that can lead to the occurrence of an undesired top event.

For the case of a system with mission-critical design requirements, FTA is used to identify unacceptable
conditions where single component failure, common mode failure, human error, or a design weakness
could cause a mishap of Catastrophic or Critical mishap severity category.

For the case of a system with safety-critical design requirements, FTA is used to identify unacceptable
conditions where dual independent component failures, dual independent human errors, or a
combination of a component failure and a human error involving safety-critical command and control
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functions could cause a mishap of Catastrophic or Critical mishap severity category. Guidelines for FTA
are in IEC 61025.

C. Event Tree Analysis

Purpose:

To systematically examine various possible outcomes of a given initiating event and create a graphical
model of the system logic. The event tree represents system relationships and accident paths and
provides a means for qualitative or quantitative system evaluation. Event Tree Analysis (ETA) is an

ind

uctive process that shows all possible outcomes (end states) resulting from an initiat
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e primary output of ETA is the event tree sfructure, which allows for qualitative or qy

l can expand accidental events into scenarios that take into account all safety mitigation
ether functioning or not and additional factors impacting the outcomes.

A can be used to identify all possible accident scenarios and sequences of events in
tem allowing for identification of the system’s design and operational weaknesses. This g
provements in system safety functions and result in lowering the operationaltisks of techy
Panced systems.

bcess description:

A is an accident propagation analysis tool. The analysis is conductedin the form of a decisio
ased on a binary logic distinction between success and failure.It begins with an initiating
t of the tree) and follows it through the system to determin€ a range of its potential outc
tes). The logic describes the states in which an event eithierhas or has not occurred or a ¢
5 or has not failed. This corresponds to the functions:or subsystems and their success or
ng activated given the existing conditions. Each braneh of the ET includes probability of
ure. Such accident sequences allow using the Bogléan logic for quantification of system rig

hluation of a range of possible accident end\states. ETA is particularly useful in the exam

mitigating events may produce undesirable consequences. Typical candidates for ETA are
ths or interfaces that could impact flight safety, munitions handling safety, safety of opel
intenance personnel, and probability of error free command in automated systems i}
Itiplicity of redundant and oyerlapping outputs may be involved. Event tree analysis in co
th fault tree analysis is anahalysis tool that provides a way to combine all contributin
ents, and conditions thatcan lead to either success or failure of a complex system. Guidelin
in IEC 62502:2010.

Human Reliability Analysis
Fpose:

perforniuser/operator level reliability predictions and assessments based on a criticg
hlysis-that characterizes human performance capabilities, historical performance data, an
erfaces with the system design. This task aids in evaluating the reliability of users/oper
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vides key input to system reliability modelling /predictions.

Process description:

Develop a mathematical model to estimate the failure rate or hazard rate of the user/operator. The
model represents:

iy
2)
3)
4)

©lI

historical operator error rates versus skill levels;
critical-function procedures;
error mitigation features;

training effectiveness; and
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5) hazard assessment of operator interfaces.

Guidelines for human reliability analysis are in [EC 62508:2010.
E. Probabilistic Risk Assessment (PRA)

Purpose:

PRA is a comprehensive, structured, and logical analysis methodology aimed at identifying and
assessing risks in complex technological systems for the purpose of cost-effectively improving their
safety and performance.

Process Description:

A PRA chdracterizes risk in terms of three basic questions:
(1) What|can go wrong?

(2) How likely is it?

(3) What|are the consequences?

The PRA process answers these questions by systematically identifying, modelling, and quantifyjng
scenarios|that can lead to undesired consequences, considering uncertainties in the progression of sych
scenarios|due to both variations of, and limited knowledge about, the.system and its environment. The
PRA integrates models based on systems engineering, probability@nd statistical theory, reliability gnd
maintaingbility engineering, physical and biological sciences, decision theory, and expert elicitatipn.
The collegtion of risk scenarios allows the dominant contributers to risk and areas of uncertainty abput
risk to be jidentified. Guidelines for PRA are in ISO 11231.

C.1.3 S3fety testing tasks
A. Producf Safety Testing (PST)

Purpose:

Tests are |[defined during the Engineering and Manufacturing Development Phase to validate selecfed
safety fedtures of the system or preduct. Safety critical equipment is tested to determine mishap
severity of to establish the margin-efsafety of the design.

Process dg¢scription:

The contijactor implements) demonstrate the acceptability of safety critical equipment, inducing|or
simulating failure modes:When it cannot be analytically determined whether the corrective action ill
adequatell control athazard, safety tests will be conducted to evaluate the effectiveness of the contrgls.
Safety tesfing is irtegrated into system test and demonstration plans to the maximum extent possible.
Guidelines for safety testing are in ISO 14620-2.

C.2 Dependability Programme

C.2.1 General
The contractor assigns a dependability manager/lead with verifiable experience or training necessary

to properly develop/acquire and manage/monitor a detailed Dependability Programme Plan that is
consistent with the requirements in this document, ISO 23460, and ISO 14300-2.

C.2.2 Dependability management tasks
A. Dependability Programme Planning (See IEC 60300-1:2014; IEC 60300-3-1:2003)

Purpose:
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To identify those activities and designs essential in assuring product reliability, maint
availability and dependability performance.

Process description:

The supplier establishes a Dependability Programme Plan (DPP) that is integrated with th
Product Assurance Plan. The DPP describes how reliability engineering contributes to the tota

design, and the level of authority and constraints on the Dependability discipline. The DPP
the sources of the reliability engineering methodologies, reliability design guidelines, and
design review checklists that will be utilized.

:2018(E)

ainability,

e overall
| product
identifies
reliability

The DPP identifies the product reliability requirements, the reliability activities, the inputs ea
needs (including inputs that are needed from operation and support experience with-a\py
item or items), the sequence of events required to achieve the product reliability requiremen
mdthod to be used to verify how each product reliability requirement will be met. THe.DPP eng
a (
an
est
m(
ar¢

hlysis of failure modes and effects, the identification and control of reliability critical

imation of component level failure/hazard rates, the development ofZa product level

del, and the implementation of a failure recurrence prevention process to ensure all verifig
adequately closed.

Thie DPP describes the method by which the reliability requirements are disseminated int
designers and other product stakeholders, and externally to subcontractors and major
The DPP includes a schedule of each activity, with estimated ‘start and completion points
describes the procedures for evaluating the status and control of each reliability activity, an
the¢ organizational unit or individual with the authority and responsibility for executing each
activity. The DPP describes the interrelationships of Dependability activities and how thes¢
intlerface with the activities of other product assurance processes. For example, single-fault ve
faylt tolerance design trade-offs may be driven.by overlap between mission reliability req
anfl safety design requirements.

Negessary reliability engineering resoureés are identified in the DPP. The reliability engine
requirements and associated reliability-aetivity coordination skill requirements are identified

The DPP may require revision as-product development progresses, in response to impf
unferstanding and the availability of evaluation results. In which case, revisions to thg
mgnaged under the supplier{s-existing document control policy.

B. Pubcontractor and supplier dependability management

Pufpose:

Idgntify sources-of products and services used to satisfy reliability, maintainability, and a
requirementsy’and manage the pertinent activities of subcontractors and suppliers to min
of |atent deficiencies. Assure Dependability activities of the subcontractor or supplier are

with thé&everall Dependability programme, through verification of compliance, or surveillan
reliiability, maintainability, and availability activities.
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Process description:

Monitor and control of subcontractor and supplier reliability engineering activities; ensure

that their

reliability programme plans are complete and executable; exchange applicable reliability lessons
learned; and if necessary, assistin development of their reliability capabilities. All reliability deliverables
expected from the subcontractor are called out in contractual agreements with the subcontractor.

C. Dependability working group
Purpose:

To conduct formal and informal technical reviews, determine the status of the Dep
programme, and work reliability, maintainability, and availability risks and issues to closure.
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Process description:

Engineers cognizant of the project’s Dependability requirements meet to review the status of planned
reliability activities, significant failure mode risks, and any verified test failures. The group also
ensures required follow-up actions or corrective actions are taken in a timely manner, and are properly
implemented, verified, and documented.

C.2.3 Dependability engineering tasks
A. Functional Diagram Modelling (FDM)

Purpose:

To develdp graphical representations of the system’s functional interrelationships. The primary
output of [FDM is a graphical diagram that represents detailed design information with régard to the
functiona| characteristics of each system element. FDM assists in achieving a common tniderstandipg,
in a functjonal sense, of the system or system of systems among all product assurance_processes. The
FDM, also|referred to as a Functional Block Diagram (FBD), can be thought of as a*bridge”, serving as
the link between the technical engineering documentation such as drawings, IGDs,and so forth, to the
Failure M¢de, Effects and Criticality Analysis (FMECA).

Process description:

Collect, prjocess, and evaluate detailed system design information to,d€velop a graphical representatjon
of the system that consists of:

— the system’s functional elements, including inputs and outputs of each functional element;

— the system’s functional paths (e.g. wiring, tubing, logic flow, operator actions, power, signals,
electjomagnetic waves, forces, pressures, and mechanical motions); and

— refergnces to a description of the system’s modes of operation (e.g. mission timeline, states,
transitions, switching, timing, and phases),

B. Product Failure, Mode, Effects and Criticality Analysis (FMECA)
Purpose:

To identify effects of potential failure-modes, system redundancy features, responses to system failuiles,
single point failure modes, anderitical items which require special controls during processing.

Process description:

An FMEA[FMECA is prepared whenever a system functional block diagram is available, and is updated
throughoyit the system development cycle. The FMEA/FMECA process is used to identify crediple
single-poi]tlt failuresmodes and feed into the critical items controls process to eliminate or control their
effects. Sqe Figure C.1 for a flow depiction for the FMEA/FMECA and Critical Items List (CIL) analyjsis
process.

FMEA: Perform a systematic analysis of local and system effects of specific component failure modes.
Guidelines for FMECA are in IEC 60812:2006.

FMECA: Evaluate mission criticality of each failure mode. Criticality analysis is applied to the design
process to eliminate safety critical flaws in the system or mitigate those failures, by actions such as
providing redundant features or identifying operator actions which can be taken. Also, FMECA can be
used to identify failures of a less critical nature, but which are determined to be maintainability drivers.

Critical Items List (CIL): Provides a summary of selected hardware related items whose related failure
modes can result in serious injury, loss of life (flight or ground personnel), loss of vehicle, or loss of one
or more mission objectives.

C. Component Reliability Predictions
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To perform part and component level reliability predictions and assessments. This task aids in
evaluating the reliability of similar components, and provides key input to system reliability modelling.

Process description:

Develop a mathematical model to estimate the failure rate or hazard rate of the component for a given
operating mode, operating cycles, and under specified operating conditions. The model provides insight
into component level redundant functions. Guidelines for reliability predictions are in IEC 60605-
4:2001, IEC 60605-6:2007, IEC 61650:1997.

D. Pystem Reliability Modelling
Pufpose:
To|perform assembly through system level reliability predictions, allocations-and assessmients. Aids
in |levaluating reliability of competing designs, and provides key input to ‘availability and sparing
asgessments.
Process description:
Dejelop a hierarchical mathematical model to estimate the probability of the system syccessfully
performing its intended functions for a given period of time @t operating cycles, and undey specified
opprating conditions. The model accounts for initial system<reliability, which includes the cumulative
effects of functional testing, storage, handling, packaging, transportation, assembly, and mdintenance
on(the ability of the system to meet its operational reliability requirements. The model provides insight
into assembly through system level redundant functions. Guidelines for reliability modelling are in
IEC 61165:2006, and IEC 61649:2008.
System Definition
Cystomer Requirements
Process plans Change
/ Test plans Inputs to Qther Tasks
Drawings e .
Critical itenf list
Hazard anallyses
FMECA Planning Supportabillty analyses
Quality conffrol plans
Groundrules Postulate Pétential Identify Possible Yes Qualificatiof plans
Adsumptions Failur¢' Modes Failure Causes
Lgvel of detail
Erjgineering libraries I_. Identify Compensating Corrective
Provisions and Action
Corrective Action Plans Required
Identify Detection FMECA Dlatabase
! Methods
1
Data Sources Determine Create
i Failure Effects Assess Estimate Evaluate Failure Update
Field reports || Severity Failure Criticality Maintain
Lessons learned Local level Probability

Similar systems End-Item/System

Figure C.1 — Example FMEA/FMECA and Critical Item List (CIL) analysis process

E. Design Concern Analysis (DCA)

Purpose:

To ensure a safe and reliable product by designing-in special features that prevent, tolerate, or recover
from failures, compensate for potential design weaknesses, or mitigate risk.

Process description:
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Design rules and guidelines may be used upfront to ensure a degree of product durability by avoiding
specific types of design weaknesses. Or, perform an analysis on an existing design to identify where
special features are needed to mitigate a design weakness. Some of these special features include
redundancy, fault tolerance, fail-safe, and design margin.

F. Worst Case Analysis (WCA)
Purpose:

To ensure that all circuits will perform within specifications over a given lifetime while experiencing
the worst possible variations of electrical piece parts and environments.

Process description:

During pfeliminary design, evaluate circuit performance assuming maximum partj paramefer
variationd and extreme operating conditions, e.g. long use life, high temperature, radiatiof;shock, efic.

G. Environmental Event/Survivability Analysis
Purpose:

To ensure|the system will physically survive its natural operating environmefital by one or more of the
following methods:

1) Performing a environmental hazard analysis to verify the probability of environmentally induged
damage is non-credible (i.e. <10-6),

2) Showjng proper electromagnetic interference (EMI) margin exists for all components susceptiple
to anflicipated single event upsets (SEUs),

3) Usingl commercial products that meet Federal Cotftimunications Commission (FCC), or Europgan
Unior] electromagnetic compatibility (EMC) requiréments, or MIL-STD-461C requirements, and,

4) Showjng that system functionality will be restored following the occurrence of environmentglly
induced damage.

Process dg¢scription:

Identify efivironmental hazards and'develop a mathematical model to estimate the failure rate or hazard
rate assodiated with environmental event susceptible parts. The model represents the following:

— histofical failures of similar’systems in similar operating environments;
— comppnents susceptiblé to environment induced damage;
— envirpnmental-daimage mitigation features; and

— assesgmentof the system restoration capability.

H. Softwafe’Component Reliability Predictions (S-102.2.15)

Purpose:

To quantify the probability or frequency of a software component’s functional success or failure.
Predictions are expressed as a statistical life distribution that represents the probability of a software
component functioning during a particular time period. This task aids in ensuring software design
reliability, and it provides key input to system reliability modelling/predictions.

Process description:

Develop mathematical or simulation models which represent the following software component
attributes:

— architecture;
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application;
use environment;
operating profile; and

failure modes, mechanisms, and causes.

Criteria for a capability-based Software Component Reliability Predictions (SCRP) process are
defined in the S-102.2.15, Capability-based Software Reliability Predictions Standard, which requires
an organization, company, group, or individual to be capable of performing SCRP in a manner that

is

content/maturity. Guidelines for software reliability analysis are in IEC 62628:2012.
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aintainability Predictions
Fpose:

perform probabilistic estimates of failure maintenance times based on maintenance time-g
gnostics capability of the design, and accessibility of failed components:Maintainability p
 performed to aid:

Defining/meeting repair time requirements;
Identifying where design features are needed to reduce the'repair time; and
Ensuring all repair actions are characterized and repeatable.

e output of maintainability predictions is primarily used to support integrated logistic
S) assessments. This task aids in ensuring maintenance training and skill levels are compz
tem design, and it provides key input to system availability modelling/predictions.

bcess description:

-form maintainability predictions to-support system availability modelling/prediction
essments, as required. Guidelines for maintainability requirements are in [EC 60706-2:20
intainability predictions are in [EC 60300-3-10:2001 and IEC 60706-6.

nomaly Detection and Response (ADR) Analysis
Fpose:

develop identification and response methods for system anomalies or faults which
hcceptable risk.) The response methods can range from manual Test, Analyse, and Fi
cedures, to atitomated fault isolation and recovery software. Depending on how it is perfoy
hlysis canrbe used to develop different types of ADR systems. The primary output of ADR
hctionalFailure Analysis (FFA) worksheets, which systematically identify the detection ang
thods/for functional failure modes that require such actions, as defined by FMECA, system
iciency reports, failure analyses, hazard analyses, or risk assessments.
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Process description:

Perform an analysis to design system functions for detecting, verifying, isolating, and responding to a
specified set of functional failure modes. The ADR analysis process includes the following tasks:

©lI

defining ADR system requirements and design criteria which meet the user’s needs;

establishing ADR analysis technical performance metrics (TPMs);

collecting and evaluating engineering information needed to perform the analysis (e.g. signal lists,
specs, interface control drawings (ICDs), test data, operational data, schematics, and product FMECA);
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